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\*\*\*\* START OF CHANGE \*\*\*\*

### 6.4.1 KAKMA re-keying

KAKMA shall be re-keyed by running a successful primary authentication as described in clause 6.1.

When a UE has an AKMA indication in the UDM but its KAKMA in AAnF is invalid e.g., based on operator policy KAKMA lifetime and KAF lifetime is set same as the lifetime of the authentication and if the KAKMA lifetime expires it can be considered as invalid, the UDM may trigger the primary authentication to generate a new KAUSF and a new KAKMA.

\*\*\*\* END OF CHANGE \*\*\*\*