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1
Decision/action requested

This paper proposes the conclusions for KI#1.
2
References
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3
Rationale

It is proposed to conclude on the main principles of solutions #1 for normative work.
4
Detailed proposal

Start of Changes

7
Conclusions

7.X Conclusions for KI#1
It is proposed to specify the following principles in an informative annex in TS 33.501: 

· the PCF retrieves additional identification information associated to an application identifier, depending on the OS ID.
· the PCF provides this additional identification information to the UE within an URSP rule for the application with the application identifier, depending on the OS ID
· the URSP enforcement point in the UE may take the additional identification information into account when applying the corresponding URSP rule for the application.
Additional identification information considered in this study are certificate fingerprint and application store identifier.
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