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1
Decision/action requested

It is proposed to approve the pCR to TR 33.882.
2
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3
Rationale
This pCR proposes to add conclusion to KI#2 of TR 33.882 [1].
The following text captured in TS 23.501 [3] inidacates that the AF needs to send information to 5GC to help generating PIN related URSP rules.

For a UE acting as a PEGC registered in the 5GS, the 5GS supports the provisioning of URSP rules that include a PIN ID as Traffic Descriptor. URSP rules with a PIN ID in the Traffic Descriptor are sent to the UE based on the information provided from an AF for PIN as specified in TS 23.502 [3] and TS 23.503 [4] for policy delivery.
In clause clause 4.15.6.7a of TS 23.502 [3], to authorize AF to guide the URSP rules of a specific UE/gourp, UDM is employed to do the authorization based on the subscription information of the UE/the gourp.

For authorizing the AF to influence PIN related URSP rules of a PEGC, the PIN related subscription data of the PEGC  or PIN data (e.g., PIN subscription data) needs to be checked.
4
Detailed proposal

*************** Start of the 1st Change ****************
7
Conclusions

Editor's note: This clause contains the agreed conclusions that will form the basis for any normative work.

7.X Conclusion for KI#2

OAuth 2.0, which is already captured in clause 12 and clause 13 of TS 33.501 [3], is utilized to authorize the AF to manage a specific PIN. To authorize the AF to manage a specific PIN, the access token sent to the AF shall include PIN identity.  

For authorizing the AF to influence PIN related URSP rules of a PEGC, procedures in clause 4.15.6.7a of TS 23.502 [x] are reused. The NEF needs to trigger UDM to authorize the AF based on subscription data of the PEGC or PIN data (e.g., PIN subscription data).
Editor's Note: Further conclusion is FFS.
*************** Start of the 2nd Change ****************
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*************** End of the Changes ****************
