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1
Decision/action requested

This contribution proposes to update the key issue#6.
2
References

 [1] 
TR 33.740  v0.4.1
3
Rationale

It is proposed to update the key issue #6. Some references should be updated. And according to SA2’s conclusion, both layer 2 and layer 3 UE-to-network relay for emergency service should be considered.
4
Detailed proposal

********************Start of 1st Change******************

5.6
Key Issue #6: Support for Emergency service over UE-to-Network Relaying

5.6.1
Key issue details

In TR 23.700-33 [1], key issue #7 is about support of Emergency for UE-to-Network Relaying. According to TS 22.101 [xx], emergency service is defined as citizen to authority services, and it is left to the national authorities to decide whether the network accepts emergency calls e.g. for valid UE only, or for UEs without the SIM/USIM/ISIM.
In the 5G ProSe UE-to-Network relaying, for both layer 2 UE-to-network relay and layer 3 UE-to-nework relay, if there is an emergency request from the remote UE, it implies that the Relay UE needs to be responsible for remote UE's emergency service.

A Remote UE which has no USIM inserted may need to initiate an emergency service with a network over PC5 interface via a Layer 3 UE-to-network relay. This Remote UE can only discover UE-to-network relays which indicates a RSC for emergency in clear text. Also, this Remote UE is not able to establish a secure PC5 link with a UE-to-network relay.

Based on the operator policy, the Relay UE needs to support to establish PC5 communication for emergency service with or without PC5 security.

5.6.2
Security threats
Emergency service can’t be fulfilled if a Remote UE cannot be properly identified and establish the PC5 security with the relay UE (if required).

5.6.3
Potential security requirements
The 5G system shall support the establishment of PC5 communication for emergency service over UE-to-network relay with or without PC5 security.
********************End of 1st Change******************

*******************Start of 2nd Change******************
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*******************End of 2nd Change******************

