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1	Decision/action requested
The contribution proposes a new solution to address KI#1
2	References

3	Rationale
The solution addresses the requirement in KI#1 “User consent for roaming case in eNA”, specifically for the case that data source (e.g. input data or analytics) is in hPLMN. 
The solution follows SA2’s conclusion.
4	Detailed proposal
[bookmark: definitions]
*************** Start of 1st Change ****************
[bookmark: _Toc107821158]6.X	Solution #X: User consent for roaming scenarios where the data source is in hPLMN
[bookmark: _Toc107821159]6.X.1	Introduction 
[bookmark: _Toc107821160]This solution addresses the requirement in KI#1 “User consent for roaming case in eNA”, specifically for the case where the data source (e.g. input data or analytics) is located in the hPLMN.
As agreed in conclusion 8.3 in TR 23.700-81 [2], “an NWDAF is used as entry point to exchange analytics in roaming scenario between HPLMN and VPLMN. It authorizes the request according to operator policies and user consent and it filters the information exposed in reply to the request.”
The solution analyses the two cases depending on whether the vPLMN and hPLMN belong to the same jurisdiction or not while considering the conclusion above.
6.X.2	Solution details
6.X.2.1	vPLMN and hPLMN in same jurisdiction

[bookmark: _GoBack] 
Figure 6.X.2.1 – 1 Example procedure for provisioning and user consent check
First, in this scenario, it is assumed that user consent for analytics is required by the local regulation.
Now, since data source is located in the hPLMN, the hNWDAF is considered to be the enforcement point according to Annex V of TS 33.501 [3]. If the hNWDAF is required by vNWADF to collect UE’s input data or analytics, the hNWDAF retrieves the necessary user consent parameters belonging to the hPLMN from UDM. The hNWDAF is responsible for enforcing the hPLMN specific user consent parameters based on the request for input data or analytics which is align with R17 procedure.
NOTE Y:	The vPLMN and hPLMN may negotiate the specific value of purpose as well as language and human readable purpose when signing roaming contract, so that the hNWDAF and subscriber can recognize the purpose. 
NOTE W: The hPLMN can acquire user consent from its subscriber when the subscriber is signing SLA with hPLMN, hPLMN will claim that the analytics or data may be exposed to the vPLMN.
When the consent is revoked, the UDM notifies the hNWDAF to stop data processing. The hNWDAF notifies other network entities to stop data processing.
6.X.2.2	vPLMN and hPLMN in different jurisdiction
In this scenario, since different jurisdictions may have different requirements for transfers of personal data to third countries or international organisations, it is left to operators to address the different applicable legal requirements if any for example based on SLAs or other out of band mechanisms should the user consent be required in hPLMN.
[bookmark: _Toc107821161]6.X.3	Evaluation
The solution addresses the requirement in KI#1 “User consent for roaming case in eNA”, specifically for the case where the data source (e.g. input data or analytics) is located in the hPLMN. 
The solution is aligned with conclusion in TR 23.700-81 [2].
*************** End of 1st Change ****************
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