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1
Decision/action requested

This document proposes to add the proposed conclusion for KI #1 in TR 33.891
2
References

[1] TR 33.891 v0.3.0

4
Detailed proposal

It is proposed to add the following conclusion for KI #1 in TR 33.891 [1]. 

**** START OF CHANGE ****

7.1
Conclusion for Key issue #1


Support for the security of unicast PC5 link used for direct C2 communication is provided based on security mechanisms defined in TS 33.536 [6], with the following enhancements:

· In the case that PC5 based C2 communication happens following the C2 communication authorisation procedure in TS 23.256 [4],  the network support transport of USS provided security materials used for PC5 unicast security establishment. 
· The UAS-enabled UEs are provisioned or pre-configured with PC5 unicast security policies (signalling security policy and user plane security policy) for each C2 communication service type.
NOTE: Additonal C2 communication security specific details will be determined during the normative phase.
**** END OF CHANGE ****

