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1
Decision/action requested

Update Conclusion of KI#5 in TR33.875
2
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3
Rationale

· The detailed background and analysis as in [4].
4
Detailed proposal

SA3 is kindly requested to approve the following conclusion and adding the proposed changes under KI#5 conclusion section:

1. No normative text is required for addressing KI#5.
2. Deleting the following Editor’s Note: “Editor's note: Normative work is FFS.” 

*************** Start of Change 1 ****************
7.5.2
Conclusion 

Since 3GPP CT4 WG indicated that one of the fundamental functionalities of SCP is message mediation which may require SCP to modify certain headers and/or content of the HTTP message, typical end-to-end message integrity protection between the far end NFs seems not feasible. 

For this reason, 3GPP SA3 so far relies on hop-by-hop security.

No normative solution to be pursued for addressing this KI.
*************** End of Change 1 ****************

