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1
Decision/action requested

Approve the pCR to TR 33.858 [1] below.
2
References

[1]
3GPP TR 33.858: "Study on security aspects of enhanced support of Non-Public Networks (NPN) phase 2".
3
Rationale

This pCR proposes preliminary conclusions for Key Issue #2 "Authentication for UE access to hosting network". The intention is to propose a first set of very basic conclusions that can be extended when solutions to the key issue have been studied in more detail.
4
Detailed proposal

*** BEGIN CHANGES ***
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*** NEXT CHANGES ***
7
Conclusions

7.X
Conclusions for KI#2 Authentication for UE access to hosting network
The following preliminary conclusions are agreed:

-
When there is a business relationship between hosting network and home network, the following method(s) are possible for authentication for UE access to hosting network:

-
Hosting network is SNPN, home network is credentials Holder using AUSF/UDM: Authentication can be performed as specified in Annex I.2 of TS 33.501 [4].
-
When there is no business relationship between hosting network and home network, the following method(s) are possible for authentication for UE access to hosting network:

-
Hosting network is SNPN: Hosting network credentials can be provisioned to the UE using user plane mechanisms over visited or home network connectivity.
The preliminary conclusions above do not require new normative work and can be described in informative text.

Editor's Note: Further conclusions, including conclusions on solutions requiring new normative work, are ffs. 
*** END CHANGES ***

