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1	Decision/action requested
This contribution proposes to add a new test case on bidding down prevention for UP IP policy in TS 33.216.
2	References

3	Rationale
This contribution proposes to add a new test case on bidding down prevention for UP IP policy.
4	Detailed proposal
*************** Start of 1st Change ****************
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Requirement Reference: TS 33.401 [3], clause 7.3.3
Requirement Description: "Further, in the Path-Switch message, the target eNB shall send the UE's UP integrity protection policy and corresponding E-RAB ID to the MME. The sent UP integrity protection policy can either be the one received from source eNB or the locally configured one if the target eNB does not receive it from the source eNB, but the EIA7 in the EPS security capability indicates that the UE supports user plane integrity protection with EPC. " as specified in TS 33.401 [3], clause 7.3.3.
Threat References: TR 33.926 [4], clause C.2.2.y, bidding down for UP IP Policy
Test Case: 
Purpose:
Verify that bidding down for UP IP policy is prevented in X2-handovers. 
Pre-Conditions:
-	The target eNB network product shall be connected in emulated/real network environments. UE, source eNB and MME may be simulated.
-	The target eNB locally UP IP is set to NOT NEEDED.
Execution Steps:
Test Case 1: 
1. Source eNB sends EPS security capability with EIA7 indicating the UP IP is supported and UP IP policy with REQUIRED in Handover Request message to the target eNB.
2. eNB sends path-switch request message with UP IP policy with REQUIRED to the MME.
Test Case 2: 
1. Source eNB sends EPS security capability with EIA7 indicating the UP IP is supported in Handover Request message to the target eNB. The source eNB does not send UP IP policy in the Handover Request message.
2. eNB sends path-switch request message with UP IP policy with NOT NEEDED to the MME.
Expected Results:
For test case 1, the UP IP policy with REQUIRED is in the path-switch request message. 
For test case 2, the UP IP policy with NOT NEEDED is in the path-switch request message. 
Expected format of evidence:
Snapshots containing the result.
*************** End of 1st Change ****************

