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1
Decision/action requested

The contribution proposes a new solution to address KI#1 in TR 33.898.
2
References

N/A
3
Rationale

This contribution proposes to reuse existing user consent mechanisms to support the protection of user privacy sensitive assistance information being exposed to AF.
4
Detailed proposal

*************** Start of 1st Change ****************
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*************** End of 1st Change ****************
*************** Start of 2st Change ****************
6.X
Solution #X: Reusing existing mechanism for privacy protection for 5GC assistance information exposure to AF
6.X.1
Introduction 

This solution addresses key issue#1 on privacy protection for 5GC assistance information exposure to AF. 
6.X.2
Solution details

5GC assistance information exposured to AF may contain personal data (e.g., UE location), thus, it is proposed that user consent mechanism defined in Annex V in TS 33.501 [xx] is reused if personal data is exposed. In this case, NEF is deeded as enforcement point.
6.X.3
Evaluation

TBA
*************** End of 2st Change ****************
