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1	Overall description
SA3 would like to thank GSMA for their LS SA3-223157 (LS to 3GPP – Hosted SEPP) on SEPP certificates. 
SA3 provides GSMA with the following feedback to the three requests in the LS: 
DESS request 1: Take GSMA’s trust establishment solution into account. 
SA3 acknowledges the value of the GSMA certificate platform for the distribution and update of the operator root certificates. In addition, since the concept of “interconnect CAs” specified in clause 5.1.1.2 of TS 33.310 is currently not pursued by GSMA, SA3 understands that cross-certification schemas are not considered practical in global roaming ecosystem, so it is not an option for 5G roaming. Assuming this understanding correct, SA3 has the following responses to the subsequent GSMA requests. 
DESS request 2: Include the mentioned SEPP security requirement in their specifications
SA3 understands that the SEPP security requirement is derived from the GSMA trust establishment solution. SA3 will study the proposal and respond to GSMA DESS accordingly. 
DESS request 3: Consider the proposal on the division of responsibilities, and to provide feedback on these three topics. 
With respect to the division of responsibilities, SA3 agrees on that SEEP certificate format specification (i.e., profile) remains in 3GPP SA3 specifications. 
Concerning the naming scheme/conventions for the Subject and Subject Alternative Name fields of the SEPP certificate remaining with GSMA, the following question is raised:
Question 1: Is the proposal limited to SEPP inter-domain certificate? i.e., the naming scheme/conventions for those fields of the SEPP intra-domain certificate remains in 3GPP.  
With respect to the aspects concerning PKI governance as well as distribution, update and revocation of root and intermediate CA certificates related to SEPP certificates over the N32 interface, the following question is raised:
Question 2: In general PKI governance aspects are subject to the operator specific implementation. For further clarification, which are the PKI governance aspects referred in the proposal?
With respect to the possibility of interworking of the GSMA mechanisms with automatic certificate management for SEPP, as part of SBA, should be further explored, SA3 agrees on the proposal.  
2	Actions
To GSMA DESS
ACTION: 	
SA3 would like to ask GSMA DESS to take the above information into account, and kindly request to answer the questions above. 

3	Dates of next TSG SA WG 3 meetings
SA3#109Bis-e	16 - 20 January 2023	electronic meeting
SA3#110	20 -24 February 2023	TBD (EU)

