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\*\*\*\*\*\*\*\*\* Begin 1st change\*\*\*\*\*\*\*\*\*

##### C.2.2.x UP integrity protection policy selection

***-*** *Threat name:* UP integrity protection policy selection

***-*** *Threat Category:* Tampering data

***-*** *Threat Description:* When a eNB supports user plane integrity protection, and if the UP integrity protection policy sent by MME does not take precedence over the locally configured one, then the user plane data protection may be disabled which does no longer comply with the service session requirements and exposes the user plane data to tampering attacks.

***-*** *Threatened Asset:* user plane data.
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