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\*\*\* 1st CHANGE \*\*\*

### X.2.2.y Failure to remove AKMA context

- Threat name: Failure to remove AKMA context

- Threat Category: Elevation of Privilege

- Threat Description: If the AKMA context in AAnF is not removed correctly, the user can continue to use the AKMA service. This leads to waste valuable system resources.

- Threatened Asset: Sufficient Processing Capacity.
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