
· API invoker authentication problem in current onboarding procedure
1.	According to TS 33.122, API invokers need to complete the certificate-based mutual authentication on CAPIF-1e interface before being configured with the authentication methods related to AEF.
2.	According to clause 8.10.3 of TS 23.222, API invokers need to do the onboarding procedure before obtaining the certificate used in CAPIF-1e.
3.	According to clause 6.1 of TS 33.222, API invokers leverage the onboarding credential (i.e. OAuth 2.0 access token) to request the onboarding. The access token is about authorization rather than authentication.
4.	There is no API invoker authentication in the current onboarding procedure. Malicious API invokers may impersonate legal invokers to do the onboarding. 

· Potential requirements in KI #1
1.	API invoker in KI #1 is a part of CAPIF and should do the onboarding procedure.
[bookmark: _GoBack]2.	Should we add a requirement like “API invokers should be authentication before triggering the onboarding procedure” in KI #1?
