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1	Overall description
[bookmark: _Hlk69931360]SA3 has received an LS from RAN2 (R2-2204236 / S3-220628) on EPS fallback enhancements. 
1. MT case:
When network indicates EPS fallback for voice service, the idle/inactive UE goes directly to E-UTRA for connection establishment upon paging in NR. There are two candidate alternatives for the EPS fallback indication, i.e.
Alt 1: The EPS fallback indication is included in paging message. Upon gNB receiving paging indicating voice service type from core network (as same as agreed for MUSIM), gNB can decide to perform EPS fallback for the UE, and indicate EPS fallback in Uu paging message. (see details in R2-2202818.) 
Nokia Comment 1: Paging messages are not secured. This can allow a false Base station to page UEs with a EPS fallback indication, and redirect the UEs to camp on to any LTE cell. Since the target LTE parameters are decided by the gNB, the false BS will succeed in redirecting the UE to any desired frequency or network.
Alt 2: The EPS fallback indication is included in SIB. The detailed indication could be VoNR support indication (see details in R2-2202505) or E-UTRA frequency information (see details in R2-2202791). When EPS fallback is indicated in SIB and voice service type is indicated in Uu paging message, the idle/inactive UE can assume network triggering EPS fallback for it. 
Nokia Comment 2: SIB messages are not secured, and hence EPS fallback indicated in SIB, can allow a false BS to direct any UE (attached to it) for EPS fallback to a desired target.
2. MO case:
The EPS fallback indication in SIB as proposed in Alt 2 can apply to MO case, i.e. when idle/inactive UE initiating MO call, if EPS fallback is indicated in SIB, it goes directly to E-UTRA for connection establishment.
Nokia Comment 3: Similar to Alt2, Alt1 is also not secure, and can be used by false base station to redirect the UE to any desired target BS.
3	Conclusions and proposals
Proposal:
SA3 should respond to RAN2 as follows:
SA3 suggests to consider enhancements in Alt1, by using a mechanism that can secure such EPS fallback related paging messages. This can be possibly done by re-using some aspects of NAS security context establishment. This can still reduce the EPS fallback time, while ensuring that such a paging message cannot be misused by a FBS.
Also, SA3 can internally work towards coming up with a secure solution for to reduce the time required for EPS fallback.


