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	Reason for change:
	Scenario:

According to clasue 6.3.2.1 in TS 33.501:

“The UE shall independently maintain and use two different 5G security contexts, one per PLMN's serving network. Each security context shall be established separately via a successful primary authentication procedure with the Home PLMN.
The ME shall store the two different 5G security contexts on the USIM if the USIM supports the 5G parameters storage. If the USIM does not support the 5G parameters storage, then the ME shall store the two different 5G security contexts in the ME non-volatile memory. Both of the two different 5G security contexts are current 5G security context.”
During Registration procedure in CM-IDLE mode, if the source AMF receives and detects that the UE is performing registration request towards the target AMF on different access type with a new PLMN  from the access type and PLMN at the source AMF and the new PLMN is not considered as equivalent PLMN, then the old AMF should indicate to the target AMF that UE context is not found, because the target AMF belongs to a different PLMN then the old AMF and the target AMF should not retrieve the 5G security context stored in old AMF but instead establish a separate 5G security context via a successful primary authentication procedure with the Home PLMN in this case.




	
	

	Summary of change:
	Specify that:
During Registration procedure in CM-IDLE mode, if the source AMF receives and detects that the the UE is performing registration request towards the target AMF on different access type with a new PLMN  from the access type and PLMN at the source AMF and the new PLMN is not considered as equivalent PLMN, then the old AMF shall indicate "UE context not found" to the target AMF. The target AMF shall then retrieve the SUCI from the UE and initiate a new primary authentication with the UE in order to establish a new security context with the UE.


	
	

	Consequences if not approved:
	Undefined UE and the AMF behavior. Incomplete specification.
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**** START OF CHANGE ****
[bookmark: _Toc98838818][bookmark: _Toc19634650][bookmark: _Toc26875710][bookmark: _Toc35528461][bookmark: _Toc35533222][bookmark: _Toc45028565][bookmark: _Toc45274230][bookmark: _Toc45274817][bookmark: _Toc51168074][bookmark: _Toc82095614]6.3.2.1	Multiple registrations in different PLMNs
The UE shall independently maintain and use two different 5G security contexts, one per PLMN's serving network. Each security context shall be established separately via a successful primary authentication procedure with the Home PLMN.
The ME shall store the two different 5G security contexts on the USIM if the USIM supports the 5G parameters storage. If the USIM does not support the 5G parameters storage, then the ME shall store the two different 5G security contexts in the ME non-volatile memory. Both of the two different 5G security contexts are current 5G security context.
The latest KAUSF result of the successful completion of the latest primary authentication shall be used by the UE and the HN regardless over which access network type (3GPP or non-3GPP) it was generated. 
The HN shall keep the latest KAUSF generated during successful authentication over a given access even if the UE is deregistered from that access, but the UE is registered via another access.
During the Registration procedure in CM-IDLE mode, if the source AMF receives and detects that the UE is performing a registration request towards the target AMF on a different access type with a new PLMN compared to the access type and PLMN at the source AMF and the new PLMN is not considered as equivalent PLMN, then the source AMF shall indicate "UE context not found" to the target AMF. The target AMF shall then retrieve the SUCI from the UE and after receiving the Identity Response, the target AMF shall initiate a new primary authentication with the UE in order to establish a new security context with the UE.
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