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[bookmark: _Toc92816143]************ START OF CHANGES

[bookmark: _Toc98841242]6.2.2	AAnF response without UE Identity
In some scenarios, anonymous user access to the AF is desirable (e.g., UE identification is not required at the AF). For allowing such anonymous user access to the AF, the procedure detailed in clause 6.2.1 of the present document is used with the following changes:
-	in step 2, instead of Naanf_AKMA_ApplicationKey_Get request,  Naanf_AKMA_ApplicationKey_AnonUser_Get request is used by the AF; and 
-	in step 4, the AAnF sends Naanf_AKMA_ApplicationKey_AnonUser_Get response to the AF with KAF and the KAF expiration time.
The A-KID functions as a temporary user identifier.

NOTE:	If NEF needs SUPI for charging, then the NEF will not use this API. I.e., if a non-trusted AF invokes NEF for an anonymous user and if the NEF requires SUPI for charging, then the NEF retrieves SUPI from the AAnF but does not pass it to the AF.
**** Next change****

[bookmark: _Toc42177198][bookmark: _Toc42179550][bookmark: _Toc42246823][bookmark: _Toc51245758][bookmark: _Toc98841261]7.3.1	General
The NEF exposes AKMA Application Key derivation service to the requester NF.
The following table shows the NEF Services and NEF Service Operations related to AKMA service.
Table 7.3.1-1: List of NEF Services
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnef_AKMA
	ApplicationKey_Get
	Request/Response
	AF

	
	ApplicationKey_AnonUser_Get
	Request/Response
	AF



**** Next change****

7.3.x	Nnef_AKMA_ApplicationKey_ AnonUser_Getservice operation 
Service operation name: Nnef_AKMA_ApplicationKey_AnonUser_Get.
Description: The NF consumer requests the NEF to provide AF related key material. This service is for allowing anonymous user access to the AF based on A-KID (i.e., UE identification is not required at the AF). The A-KID functions as a temporary user identifier.
Input, Required: A-KID, AF_ID 
Input, Optional: None. 
Output, Required: KAF, KAF expiration time.
Output, Optional: None.

************ END OF CHANGES
