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1
Decision/action requested

It is proposed to endorse the proposal of this discussion paper. 
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Rationale

The discussion touches upon the AF-AAnF communication for roaming for different scenarios.  

The study of the AKMA Phase 2 [1] includes "Key Issue #1: Support for AKMA roaming scenario" which describes two access scenarios: 

-
If UE is in VPLMN and trying to access the VPLMN AF, then procedures to support such a usecase, with the LI requirement addressed. 

-
If UE is in VPLMN and trying to access the HPLMN AF, then procedures to support such a usecase, with the LI requirement addressed.
If the UE is trying to access an internal HPLMN AF, the UE needs to be configured to use a Home-routed PDU session so that the UP traffic is routed to the HPLMN. Then the UE should be configured with an AF_ID such that the HPLMN can discover the internal AF. The handling of the AKMA procedures between the AF and AAnF in this case is the same as the internal AF handling for the non-roaming case in TS 33.535 [2], clause 6.2.
If the UE is trying to access an external AF, not necessarily associated to the HPLMN or VPLMN, it does not matter if the UE uses a Home-routed or a Local Breakout (LBO) type of PDU session for the UP traffic. The handling of the AKMA procedures between the AF and AAnF in this case is the same as the external AF handling for the non-roaming case in TS 33.535 [2], clause 6.3. The AF may need to be configured with the HPLMN NEF address. 
If the UE is trying to access an internal AF to the VPLMN the UE needs to be configured to use a Local Breakout PDU session so that the UP traffic is routed to the VPLMN. Then the UE should be configured with an AF_ID such that the VPLMN can discover the internal AF. With respect to the communication between the AF and AAnF which is across PLMNs for the sake of simplicity, it is recommended that the internal VPLMN AF is configured to use the HPLMN NEF as an entry point as a result of roaming and interconnect agreements between the two PLMN operators.

4
Detailed proposal

It is proposed to agree the following in order for SA3 to converge to solutions:
1)
When a UE is roaming and trying to access accessing an internal HPLMN AF, the UE uses home-routed PDU session and the access is handled by the internal AF model in TS 33.535 [2], clause 6.2.
2)
When a UE is roaming and trying to access an external AF to either HPLMN or VPLMN, the access is handled by the external AF model in TS 33.535 [2], clause 6.3, in other words the external AF contacts the HPLMN AAnF via the HPLMN NEF.
3)
When a UE is roaming and trying to access an internal AF to the VPLMN, the access is handled by the external AF model in TS 33.535 [2], clause 6.3, in other words the VPLMN AF contacts the HPLMN AAnF via the HPLMN NEF.
