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1
Decision/action requested

This contribution contains a solution for the AP for AKMA.
2
References

[1]
TR 33.737 v0.1.0 (S3-221169) 
3
Rationale

This contribution contains a solution to key issue #2 based on the GBA Application proxy.
4
Detailed proposal

It is proposed that SA3 approve the below pCR for inclusion in [1].
**** START OF CHANGES ****
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 33.535: " Authentication and key management for applications based on 3GPP credential in 5G （AKMA）".
[3]
3GPP TS 33.220: "Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture (GBA) ".
[xx]
3GPP TS 33.222: "Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS)".
**** NEXT CHANGE ****

6.Y
Solution #Y: Application Proxy (AP) functionality based on GBA solution 
6.Y.1
Introduction
This solution addresses KI#2. 
6.Y.2
Solution details
This solution re-uses the GBA Application Proxy (AP) (see clause 6 of TS 33.222 [xx]) and procedures with the GBA specific functions (e.g. key derivation and establishment of TLS) replaced by their AKMA equivalent. The AP acts as a AKMA AF and both requests AKMA keys from the AKMA function and runs TLS with the UE as shown in the figure 6.Y.2-1.
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Figure 6.Y.2-1: AKMA Authentication Proxy (AP) architecture
The AP proxies the HTTP requests received from UE to one or many application servers. The AP may add an assertion of identity of the subscriber for use by the AS, when the AP forwards the request from the UE to the AS.
6.Y.3
Evaluation

This solution reduces the number of AKMA key requests and TLS tunnels needed for the UE to access several ASs.
Editor’s Note: Further evaluation is FFS.
**** END OF CHANGES ****
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