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1	Decision/action requested
It is proposed to add a new solution in AKMA TR 33.737.
2	References
Null
3	Rationale
Null
4	Detailed proposal
[bookmark: definitions][bookmark: clause4][bookmark: _Toc37790918][bookmark: _Toc42003867][bookmark: _Toc42176676][bookmark: _Hlk47268233]****START OF CHANGES ***
[bookmark: _Toc513475447][bookmark: _Toc48930863][bookmark: _Toc49376112][bookmark: _Toc56501565][bookmark: _Toc101349996]6.X	Solution #X: AKMA Authentication Proxy Architecture
[bookmark: _Toc513475448][bookmark: _Toc48930864][bookmark: _Toc49376113][bookmark: _Toc56501566][bookmark: _Toc101349997]6.X.1	Introduction
This solution addresses the key issue #2: Introducing the Application proxy into AKMA. 
[bookmark: _Toc513475449][bookmark: _Toc48930865][bookmark: _Toc49376114][bookmark: _Toc56501567][bookmark: _Toc101349998]6.X.2	Solution details
In this solution, AP (Authentication Proxy) in AKMA takes the role of AF (Application Function) and should have the full functionality of AF in AKMA. As the proxy between UE and AS, the AP performs the AF functionality defined in AKMA TS 33.535[2], similar as AP in GBA in TS 33.222[x], and after the successful authentication, AP pass the authentication result of specific UE ID(s) to AS(s). AP can authenticate UE through Ua* according to TS 33.535[2].
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Fig 6.x.2-1 AKMA architecture with Authentication Proxy
AP-AS interfaces: This interface should be confidentially protected as the authentication result is transferred. Confidentiality and integrity protection can be provided for the reference point between the AP and the AS using NDS/IP mechanisms as specified in TS 33.210 [y]. The protocol on AP-AS could be but not limited to the following: HTTP or HTTPS, IPSec, IKEv2 defined in TS 33.210[y].
Ua* reference point: The Ua* reference point is as specified in TS 33.535 [2].
N62: the interface between AAnF and AP, as specified in TS 33.535 [2].
	Editor’s Note: Other details are FFS.
[bookmark: _Toc513475450][bookmark: _Toc48930866][bookmark: _Toc49376115][bookmark: _Toc56501568][bookmark: _Toc101349999]6.X.3	Evaluation
TBA
****2nd CHANGES ***
[bookmark: _Toc104235689]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TR 33.535: " Authentication and key management for applications based on 3GPP credential in 5G （AKMA）".
[3]	3GPP TS 33.220: "Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture (GBA) ".
[x]	3GPP TS 33.222: "Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS) ".
[y]	3GPP TS 33.210: "Generic AuthenticationNetwork Domain Security (NDS); IP network layer security".
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