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1
Decision/action requested

This contribution proposes to update the key issue of AKMA roaming.
2
References
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S3-221432 Discussion on the regulatory control point in AKMA roaming
3
Rationale

According to S3-221432 [1], there are 4 scenarios about AKMA roaming. AF may be in the VPLMN or out the VPLMN(that has an agreement between the AF and the VPLMN). AF also may be in the HPLMN or out the HPLMN(that has an agreement between the AF and the HPLMN). This contribution proposes to update the key issue about AKMA roaming.
4
Detailed proposal
********************Start of 1st Change******************

5.1
Key Issue #1: Support for AKMA roaming scenario  

5.1.1
Issue details
The AKMA architecture, AKMA procedure and key generation are specified in 33.535[2]. The key issue is to study the following two scenarios in AKMA: 

- If UE is in VPLMN and trying to access an AF inside the VPLMN or outside the VPLMN (trusted by the VPLMN), then procedures to support such a usecase, with the LI requirement addressed. 
- If UE is in VPLMN and trying to access an AF inside the HPLMN or outside the HPLMN (trusted by the HPLMN), then procedures to support such a usecase, with the LI requirement addressed.

5.1.2
Security Threats
TBA

5.1.3
Potential security requirements
FFS.
********************End of 1st Change******************

