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1
Decision/action requested

This contribution is accepted by the group.
2
References

NA
3
Rationale

Considering the debating on using new services or old services for new features in 5G GBA and NSWO in R-17 timeline, this contribution provides new service approach by introducing a new AMF service. The service can be sent by the AUSF to request the primary authentication to the AMF. The AMF replies the request by sending the SN name to the AUSF representing the start of the primary authentication. Comparing to the primary authentication procedure defined in TS 33.501, the new service will save a round of signalling between the AMF and the AUSF.
Two new service operations are introduced: the Namf_HNAuthentication_Authenticate and the Namf_HNAuthentication_Confrim. The Namf_HNAuthentication_Authenticate operation is used to request the primary and forward the 5G-AKA and EAP-AKA’ message, and the Namf_HNAuthentication_Confrim operation is used to send the authentication result by the AUSF.
4
Detailed proposal

********* Begin 1st change*********
6.Y
Solution #Y: AUSF triggered the primary authentication
6.Y.1
Introduction

This solution is to address the first requirement of KI#2, KI#3, and KI#4 by providing a basic procedure on Home network requesting the AMF to start the primary authentication procedure.
A new AMF service that is introduced between the AMF and AUSF, i.e. Namf_HNAuthentication. It is used to request the AMF to start the primary authentication by HN network. The AMF will response the request message by sending SN Name to an AUSF representing the start of the primary authentication.  This procedure saves one round of interaction between the AMF and the AUSF. The rest procedures will continuously use this service to carry the 5G-AKA or EAP-AKA’ messages between the AMF and the AUSF.
6.Y.2
Solution details
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Figure 6.Y.2.4-1: Home network trigger primary authentication procedure
1. The AMF receive Namf_HNAuthentication_Request message either from the AUSF or from the AMF. The message contains SUPI.

2. The AMF checks whether it still serves the UE, if yes, the AMF continues with step 3. Otherwise, the AMF responds to the AUSF with a cause value that the UE cannot be found. The AUSF will further tell the UDM, and then the procedure is aborted.

3. The AMF replies Namf_HNAuthentication_Response message, including the SN Name. If the request in step 1 is from the AUSF, then the AMF sends the message to the AUSF, otherwise, it randomly selects an AUSF.

4. The AUSF sends Nudm_UEAuthentication_Get Request message to the UDM as described in TS 33.501[3].
5. The UDM selects an authentication method.

6. The UDM generate the authentication vector complying with the selected authentication method, as described in TS 33.501[3].

7. The UDM replies the Nudm_UE_Authentication_Get Response to the AUSF. The message includes the SUPI, the authentication vector, serving AMF ID. If AKMA is supported by the UE, the AKMA indication and Routing indicator is included as well.
8. The AUSF sends the Namf_HNAuthentication Request message to the AMF. The message contains the AV and the SUPI.

9. The AMF sends the Authentication Request message to the UE as described in TS 33.501[3].

10. After receiving the AV, the UE behaves as described in step 6 of clause 6.1.3.1 or step 7 of clause 6.1.3.2 in TS 33.501[3].

11. The UE sends the Authentication Response message to the UE as described in TS 33.501[3].

12. If 5G-AKA is used, the AMF behaves as described in step9 of clause 6.1.3.2 in TS 33.501[3]. Otherwise, this step is skipped.

13. The AMF sends the Namf_HNAuthentication_response message to the AUSF, carrying the EAP-Response/AKA'-Challenge or RES*
14. The AUSF behaves as described in step 8 of clause 6.1.3.1 or step 11 of clause 6.1.3.2 in TS 33.501[3].

15. If step 11 succeeds, the AUSF sends the Namf_HN_Authentication_Confirm message to the AMF. The message contains the EAP Success message or the Result of 5G-AKA, and the anchor key. The SUPI may be included as described in TS 33.501[3].
6.Y.3
Evaluation

TBD
******** End of change*********
