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1
Decision/action requested

It is requested to approve the new Key issue for FS_eNPN_pH2_SEC
2
References

3
Rationale

According to the Release 18 eNPN study item objective, the study shall encompass three main study areas, namely support for connected and idle mode mobility between sNPN, support for non-3GPP access in SNPN and the newly added requirement to enable PALS for NPN. This key issue addresses the support non-3GGP access in SNPN’s
4
Detailed proposal

************ START OF CHANGES ************
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*************** NEXT CHANGES ***************
5
Key Issues

Editor's Note: This clause contains all the key issues identified during the study.

5.X
Key Issue #X: non-3GPP access for SNPN

5.X.1
Key issue details

The key issue aims to analyse the potential security improvements needed to enable trusted and non-trusted direct non-3GPP access to an SNPN 5GC. The analyse shall address security implications identified in TR 23.700-08 [2] KI#2 addressing the same topic.

NOTE 2:
Roaming for SNPN is out of scope of this key issue.
5.X.2
Security threats

5.X.3
Potential security requirements

************ END OF CHANGES ************

