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\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\* 1st Change \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

7.2 Key Issue #2: Keys in ProSe discovery scenario

The conclusions for direct discovery are as follows:

The discovery keys include a cipher key, an integrity key, and a scrambling key.

For open discovery, only the integrity key will be assigned by the 5G DDNMF and will be used to provide integrity protection of the announce message.

For restricted discovery, 5G DDNMF will assign the discovery key(s) based on the requirement of the Prose Service.

For Group Member discovery and UE-to-Network Relay discovery, assignment of keys and other security material is described in TS 23.304 clause 5.12 and 5.1.4 respectively. Which NF is responsible for provisioning security material will be decided in normative phase.

In user plane based solutions, the discovery keys are managed by PKMF (e.g., in public safety cases solution #37 is used as a baseline)

The same types of discovery keys are assigned for both public safety and commercial use cases. Multiple sets of keys might be assigned to allow for out of coverage operation.

Security of mission critical public safety over ProSe is defined in 33.180.

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\* End of 1st Change \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*