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\*\*\* BEGIN OF CHANGES \*\*\*

## 7.4 Key issue #4: Authorization in the UE-to-Network relay scenario

The solutions for U2N Relay authorization and security can be classified as user-plane (UP) or controlled-plane (CP) based solutions. The UP based solutions use a UP connection to a PKMF while CP based solutions use the primary authentication for PC5 keys establishment.

The following text is taken as conclusions for the UE-to-Network Relay solution:

- For the control plane solution:

- Baseline solution for Authorization for Remote UE/Relay is based on primary authentication (CP based approach, e.g., sol#1, #10, #15, #30) and using PCF based service authorization and provisioning as defined in [16] TS 23.304 clause 5.1.4.

- Performing primary authentication during PC5 link establishment is supported (e.g. Sol#1, Sol#10, Sol#30).

NOTE 1: The detailed procedure to enable authorization for Remote UE/Relay will be determined accordingly during normative phase. Additional support for Remote UE using its 5G-GUTI in DCR will be determined during normative phase. There is no need for the relay AMF to assign/maintain/refresh 5G-GUTI of Remote UE.

- For the user-plane solution, based on the conclusions in KI #3, it is concluded that the user-plane solutions including Solution #18, Solution #21 and Solution #29 are selected as the basis of normative work.

- For the optional support of Secondary Authentication it is concluded that both solutions without and with N3IWF are supported for L3 U2N relay. Solution #13 / Solution #25 (without N3IWF) and Solution #34 (with N3IWF) are selected as the basis of normative work.

NOTE 2: The detailed procedure to enable Secondary Authentication for Remote UE without N3IWF will be determined during normative phase with coordination with SA2.

Note 3: Final conclusion for NSSAA is not addressed in the present document.

\*\*\* END OF CHANGES \*\*\*