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\*\*\*\* START OF CHANGE \*\*\*\*

#### 6.3.2.1 Multiple registrations in different PLMNs

The UE shall independently maintain and use two different 5G security contexts, one per PLMN's serving network. Each security context shall be established separately via a successful primary authentication procedure with the Home PLMN.

The ME shall store the two different 5G security contexts on the USIM if the USIM supports the 5G parameters storage. If the USIM does not support the 5G parameters storage, then the ME shall store the two different 5G security contexts in the ME non-volatile memory. Both of the two different 5G security contexts are current 5G security context.

The latest KAUSF result of the successful completion of the latest primary authentication shall be used by the UE and the HN regardless over which access network type (3GPP or non-3GPP) it was generated.

The HN shall keep the latest KAUSF generated during successful authentication over a given access even if the UE is deregistered from that access, but the UE is registered via another access.

When a UE was registered to a first PLMN via first access and the UE is registering to a second PLMN over second access, the UE includes 5G-GUTI assigned by the first PLMN in the registration request message and the UE shall directly take into use the available common 5G NAS security context created during registeartion to the first PLMN and use it to protect the registration over the second access. The source AMF shall use the available common 5G NAS security context to check the integrity of the received registration request message from the target AMF. If there are stored NAS counts for the second access the UE, and the source AMF uses the stored NAS counts for the second access oherwise, the UE and the source AMF shall set the UL NAS COUNT value and DL NAS COUNT value for the second access to zero before the UE and the AMF are taking the 5G NAS security context into use over the second access.

\*\*\*\* END OF CHANGE \*\*\*\*