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***** START OF CHANGES *****
[bookmark: _Toc84683286][bookmark: _Toc84683927][bookmark: _Toc85213458][bookmark: _Hlk69716001]7.17	Key Issue #17: Supporting security policy handling for PC5 connection of 5G ProSe services
Not addressed in the present document.
The following text is taken as conclusions for the security policy handling:
· Security policy provisioning:
· For user-plane UE-to-network relay solutions, the PKMF provides the security policies to the UE.
NOTE: PKMF may get the security policies in different ways (e.g., from PCF, from ProSe Application server, or based on local configuration) and this will be decided in the normative phase.
· For control-plane UE-to-network relay solutions, the PCF provides PC5 security policies to the UE as per TS 33.356 [8].
· The security policy negotiation and enforcement for PC5 connection is based on the TS 33.536 [8].
· The security policy for signaling integrity protection on PC5 is set to “REQUIRED” for all UE-to-network relay scenarios.
***** END OF CHANGES *****

