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1 Decision/action requested 

This contribution proposes a content for clause 4.1 in TR 33.867
2 References
3 Rational
The contribution proposes context for clause 4.1 concept of user consent.
4 Detailed proposal
*************** Start of 1st Change ****************

4.1 Concept of user consent

Many new applications and use cases in the 5G System require the storage and processing of user data beyond what is required to provide the communication service. In such cases, user consent is often required. In this context, user consent means a specific and clear opt-in of the user to indicate permission to the processing of the user’s personal data for a specific purpose.
While from a regulatory perspective, it is clear that user consent is expected to be obtained from the user, in 5G Systems, the network entities just use SUPI/GPSI to identify a subscriber rather than the user (if any) behind the UE. In fact all of the 3GPP services are focused on the subscriber. 

Therefore, it is important to clarify the relationship between the subscriber and the end-users with respect to the concept of user consent in additions to the requirements on its storage and transmission.
*************** End of 1st Change ****************
*************** Start of 2nd Change ****************
6.4
Key Issue #4: KI on relationship between the subscriber and the end-users 

6.4.1
Key issue details

Many new applications and use cases in the 5G System require the storage and processing of user data beyond what is required to provide the communication service. In such cases, user consent is often required. In this context, user consent means a specific and clear opt-in of the user to indicate permission to the processing of the user’s personal data for a specific purpose.
While from a regulatory perspective, it is clear that user consent is expected to be obtained from the user, in 5G Systems, the network entities just use SUPI/GPSI to identify a subscriber rather than the user (if any) behind the UE. In fact all of the 3GPP services are focused on the subscriber. 

Therefore, it is important to clarify the relationship between the subscriber and the end-users with respect to the concept of user consent in additions to the requirements on its storage and transmission.
Based on the discussion over the past meetings, companies had different perspective over the consent provided by the users or the subscriber. As the end-users of the subscription may not be the subscriber, for example, employee may use the subscription of the employer for business proposes. In such scenarios, the user consent can be provided either by the user(s) (employee(s)) or by the subscriber (employer) based on the use cases. For e.g., in the case where PLMN provides service for a subscription, the user consent can be collected from subscriber and for the case where 3rd party provides service for the user, the user consent can be collected from the users (end-users), as subscriber may not be involved or it is irrelevant for the subscriber.
As an outcome of the discussion, it is decided that, the user consent is obtained from the end-user(s) and the consent obtained from the end-users (subscriber and/or users) of the subscription is considered as valid for that subscription. 

NOTE: The term end-user defined in TR 21.905 [1].
6.4.2
Security Threats

Not applicable.

6.4.3
Potential Requirements

Not applicable.

*************** End of 2nd Change ****************
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