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1
Decision/action requested

This contribution proposes to draw a conclusion for key issue #1.4 in TR 33.866

2
References

3
Rationale

This contribution proposes to draw a conclusion for key issue #1.4 in TR 33.866
4
Detailed proposal

** Start of 1st Change **
7.X
Conclusions on Key Issue #1.4

This contribution proposes to use Solution #15 (Protection of data sent via MFAF using existing SBA mechanisms)  as the normative basis for key issue #1.4 (security protection of data via Messaging Framework. The Solution #15 proposes to re-use existing SBA security mechanism and it satisfies the security requirements of key issue #1.4.

Editor’s Note: Whether the Solution #5, which satisfies the requirements in case that the collected data is requested to be formatted/processed, is recommended is FFS. It employs end-to-end protection of the data between the data producer and consumer. 
** End of 1st Change **
