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1	Decision/action requested
It is proposed to add the following evaluation to the TR in [1]
2	References
[bookmark: _Hlk69729881][1]	3GPP TR 33.881 “Study on non-seamless WLAN Offload in 5GS using 3GPP credentials”
3	Rationale
This contribution proposes an evaluation of solution#2. 
4	Detailed proposal
[bookmark: _Toc257758424]******BEGIN CHANGES*****
[bookmark: _Toc48930872][bookmark: _Toc49376121][bookmark: _Toc63086480]6.2.3	System impact
The solution has the following impacts on the different functions: 
Untrusted non-3GPP access: None
UE:
-	Supports SUCI as EAP identity for NSWO authentication procedure
-	Supports indication provisioned from the home Nework whether 5G privacy is supported for NSWO.

3GPP AAA server:
-	Support SUCI from for access authentication for 5G NSWO. Optionally, extract IMSI from SUCI protected with Null scheme. 
-	Support Diameter SWx' to retrieve IMSI and AV.  
-	Support Key derivation (MSK/ESMK) based on 5G EAP-AKA' profile  

AAA-IWF/NSSAAF:
-	Support protocol conversion between Diameter SWx/SWx' and corresponding SBA service operations with UDM 
-	New interaction with UDM to retrieve NSWO AV
NOTE: NSSAAF already supports selection of UDM via NRF so this is not considered as an impact. 

UDM:
-	Support SUCI deconcealment and AV request from 3GPP AAA via AAA-IWF
AUSF: N/A
HSS: None
[bookmark: _Toc63086481]6.2.4	Evaluation
Editor’s Note: Each solution should motivate how the potential security requirements of the key issues being addressed are fulfilled.
This solution fulfills the requirement of Key Issue #1.
The solution has no impact on underlying access architecture.
-	Leverages on existing 4G NSWO infrastructure (i.e., 3GPP AAA remains as EAP Server).
-	Supports Coexistence with 4G NSWO deployments and devices/subscriptions.  
The solution introduces a new service in UDM to provide AV for 5G NSWO and new procedure in AAA-IWF/NSSAAF to support protocol conversion between Diameter and SBI. 
The solution is independent from primary authentication architecture, 5G key hierarchy and registration.
The solution has impacts in 3GPP AAA to support SUPI privacy. 
3GPP AAA needs to be supported for NSWO in standalone 5GC deployment.

******END OF CHANGES*****
