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1	Decision/action requested
This contribution proposes a conclusion for KI #1, #2, and #3 
2	References
[1]	TR 33.850 v.0.7.0	
[2]	3GPP TS 33.246: " Security of Multimedia Broadcast/Multicast Service (MBMS) "

3	Rationale
For the service-layer solution for 5G MBS, it is proposed to use the MBMS security specified in TS 33.246 [2] as a basis for the normative work. The MBMS security is in fact a service-layer solution that was developed irrespective of the generation of the cellular networks and hence it is a natural choice of service layer solution for 5G. The solution would also support seamless interworking between LTE and 5G from security perspective.
4	Detailed proposal
It is proposed that SA3 approve the below pCR for inclusion in the TR 33.850 [1].

***** START OF FIRST CHANGES *****
[bookmark: _Toc80709875][bookmark: _Toc3801080][bookmark: _Toc3801180][bookmark: _Toc3801281][bookmark: _Toc8390211][bookmark: _Toc8587950][bookmark: _Toc12624264][bookmark: _Toc12624413][bookmark: _Toc18164280]7.1	Conclusions on Key Issue #1
Following conclusions are made on Key Issue #1: Authentication and authorization for multicast communication services:
· Solution #4 (Secondary based authentication and authorization) will form the basis for the authentication and authorization method for multicast PDU session and it is optional-to-use.
· The MBMS security specified in TS 33.246 [3] is adopted as the basis for the normative work.
[bookmark: _Toc80709876]7.2	Conclusions on Key Issue #2
Following conclusions are made on Key Issue #2 " Security protection of MBS traffic ":
· Service-layer solution is used as a baseline for the normative work. MBSTF provides the security protection for MBS traffic. The MTK is used as a root key to derive application/protocol specific keys to protect (e.g., encrypt or integrity protect) MBS service traffic. This will be optional to implement in both UE and network.
· The MBMS security specified in TS 33.246 [3] is adopted as the basis for the normative work. 
 
***** END OF FIRST CHANGES *****

***** START OF SECOND CHANGES *****
7.x	Conclusions on Key Issue #3
Following conclusions are made on Key Issue #3 " Security protection of key distribution ":
· The MBMS security specified in TS 33.246 [3] is adopted as the basis for the normative work.


***** END OF SECOND CHANGES *****


