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\*\*\*\*\*\*\*\*\*\*\*\*\* End of Change 1\*\*\*\*\*\*\*\*\*\*\*\*

\*\*\*\*\*\*\*\*\*\*\*\*\* Change 2\*\*\*\*\*\*\*\*\*\*\*\*

## 6.2 Generic critical assets

The generic critical assets of NF to be protected are:

- NF Application.

- NF API data (e.g. API message IEs, access tokens, client credentials assertions).

Editor's Note: A formulation for indicating the applicable release for the critical assets is needed.

- The interfaces of NF to be protected and which are within SECAM scope:

- Service Based Interfaces.

\*\*\*\*\*\*\*\*\*\*\*\*\* End of Change 2\*\*\*\*\*\*\*\*\*\*\*\*

\*\*\*\*\*\*\*\*\*\*\*\*\* Change 3\*\*\*\*\*\*\*\*\*\*\*\*

#### 6.3.3.1 Elevation of privilege via incorrect verification of access tokens

- *Threat name*: Incorrect Verification of Access Tokens.

- *Threat category*: Elevation of Privilege, Information Disclosure, Denial of Service.

- *Threat Description*: there are following threats if the generic NF cannot correctly verify the access tokens:

- An access token may be tampered so that an attacker can arbitrarily access any services from any NF service providers within the same PLMN or in different PLMNs, which leads to elevation of privilege and consequently information disclosure.

- An access token may be tampered so that an attacker can arbitrarily access the services of any slices provided by the NF producer instances (excluded from the list of NSSAIs or the list NSI IDs) within the same PLMN or in different PLMNs, which leads to elevation of privilege and consequently information disclosure.

- An access token may be tampered so that an attacker can arbitrarily access the services provided by the NF producer instances outside the NF Set which it is allowed to access within the same PLMN or in different PLMNs, which leads to elevation of privilege and consequently information disclosure.

- An access token may be tampered so that an attacker can arbitrarily access the disallowed resources or conduct disallowed actions on the resources for the services provided by a NF service provider within the same PLMN or in different PLMNs, which leads to elevation of privilege and consequently information disclosure.

- An access token may be tampered so that an attacker can block service access by replacing the granted services/NF service providers with unavailable services/NF service providers, which leads to denial of service.

- An expired access token can be replayed so that an attack can access the services which may no longer be allowed by the NF service provider, which leads to elevation of privilege and consequently information disclosure.

*- Threatened Asset:* NF API data, NF Application, Sufficient processing capacity.

\*\*\*\*\*\*\*\*\*\*\*\*\* End of Change 3\*\*\*\*\*\*\*\*\*\*\*\*

\*\*\*\*\*\*\*\*\*\*\*\*\* Change 4\*\*\*\*\*\*\*\*\*\*\*\*

### 6.3.x Threats related to authentication for indirect communication

#### 6.3.x.1 Incorrect validation of client credentials assertion

- *Threat name*: Incorrect Validation of Client Credentials Assertion.

- *Threat category*: Spoofing Identity, Information Disclosure, Denial of Service, Elevation of Privilege.

- *Threat Description*: for indirect communication where NF service consumer and NRF/NF service producer cannot mutually authenticate each other, the authentication of NF service consumer towards NRF/NF service producer can only implicitly rely on authentication between NF service consumer and SCP and between SCP and NRF/NF service producer with hop-by-hop security protection. An additional authentication for indirect communication is using client credentials assertions signed by NF service consumer and validated by NRF/NF service producer, as defined in TS 33.501 [xx] clause 13.3.8. Client credentials assertions are sent end-to-end from NF service consumer to NRF/NF service producer via one or several SCPs. There are following threats if the generic NF (including all typers of NF service producer, NRF) receiving the assertion cannot correctly validate it:

- If the NF could not verify the integrity of the assertion, an attacker can deceive the NF by tampering the instance ID of the consumer NF, audience claim, timestamp and expiration time in the client credentials assertion. This can lead to spoofing identity, information disclosure, denial of service, elevation of privilege.

- If the NF could successfully verify the integrity of the client credentials assertion but could not verify the audience claim in the assertion, an attacker can deceive the NF with an assertion detined for another NF type intercepted from the consumer NF. This can lead to spoofing identity, information disclosure, elevation of privilege.

- If the NF could successfully verify the integrity and audience claim of the client credentials assertion but could not verify the expiration time (exp) in the assertion, it can be replayed by an attack, who can abuse the use of assertion for authentication out of its lifetime. This can lead to spoofing identity, information disclosure.

*- Threatened Asset:* NF API data, NF Application, Sufficient processing capacity.

\*\*\*\*\*\*\*\*\*\*\*\*\* End of Change 4\*\*\*\*\*\*\*\*\*\*\*\*

\*\*\*\*\*\*\*\*\*\*\*\*\* Change 5\*\*\*\*\*\*\*\*\*\*\*\*

### D.2.2.X State transition from inactive state to connected state

*- Threat name:* State transition from inactive state to connected state

*- Threat Category*: Denial of Service.

*- Threat Description*: When state transits from inactive state to the connected state, if the gNB does not reactivate/activate the UP security based on UP activation status included in the UE 5G AS security context, the UP activation status between the gNB and the UE may be different. This will cause the misalignment on UP activation status, and result in the UE has to reconnect to the Network again which wastes resource both at UE and gNB.

*- Threatened Asset*: Sufficient Processing Capability.

\*\*\*\*\*\*\*\*\*\*\*\*\* End of Change 5\*\*\*\*\*\*\*\*\*\*\*\*

\*\*\*\*\*\*\*\*\*\*\*\*\* Change 6\*\*\*\*\*\*\*\*\*\*\*\*

### E.2.2.X Incorrect security enforcement configuration

* *Threat name:* Incorrect security enforcement configuration
* *Threat Reference*: Tampering data, Information Disclosure
* *Threat Description*: In case where the UDM is configured to set and provide the User Security Policy to the SMF for TSC service, if the UP security policy is not set to "required", the gPTP message transferred from gNB to a 5GS TSC-enabled UE in the user plane may be removed, tampered or intercepted by an attacker.

\*\*\*\*\*\*\*\*\*\*\*\* End of Change 6\*\*\*\*\*\*\*\*\*\*\*\*

\*\*\*\*\*\*\*\*\*\*\*\*\* Change 7\*\*\*\*\*\*\*\*\*\*\*\*

### E.2.2.Y Incorrect UP security policy configuration for 5G LAN service

* *Threat name:* Incorrect UP security policy configuration for 5G LAN service
* *Threat Reference*: Tampering data, Information Disclosure
* *Threat Description*: It is assumed that two UEs are belonging to one 5G LAN group. In case where the UDM is configured to set and provide User Plane Security policy to the SMF, if the UP security policies set for all the UEs belonging to a specific 5G LAN service are not consistent, e.g. the UP security policy1 for the UE1 is set to "required", and the UP security policy2 for the UE2 is set to "not needed", the 5G LAN service data transferred from gNB to UE2 may be removed, tampered or intercepted by the attacker, even if the service data transferred to the UE1 is protected. That means, the 5G LAN service data will be in the risk of being attacked with the lowest security level set in the the UP security policy.
* *Threatened Asset*: User Subscription Data

\*\*\*\*\*\*\*\*\*\*\*\* End of Change 7\*\*\*\*\*\*\*\*\*\*\*\*

\*\*\*\*\*\*\*\*\*\*\*\*\* Change 8\*\*\*\*\*\*\*\*\*\*\*\*

## G.2.x Threats related to TLS protection between NF and SEPP

### G.2.x.a Inter-PLMN routing using the incorrect reference

*- Threat name:* Inter-PLMN routing using the incorrect reference

*- Threat Category*: Denial of Service, Information Disclosure

*- Threat Description*: TLS protection between the SEPP and NFs within a PLMN may rely on using telescopic FQDN or 3gpp-Sbi-Target-apiRoot header. When telescopic FQDN is used between the NF and the SEPP, the NF shall use a telescopic FQDN in the Request URI of the HTTP Request to convey the target apiRoot to the SEPP. When 3gpp-Sbi-Target-apiRoot header is used between the NF and the SEPP, the NF shall use the 3gpp-Sbi-Target-apiRoot HTTP header in the HTTP Request to convey the target apiRoot to the SEPP. However, there may be the case that a potentially malicious or misbehaving NF would include both the 3gpp-Sbi-Target-apiRoot header and a request URI containing a telescopic FQDN when communicating with the SEPP. In this case, the SEPP is given two references for routing the NF request across PLMN. According to TS 33.501 [xx] clause 13.1.1.1, when communication between the NF and the SEPP that generated the telescopic FQDN is based on using 3gpp-Sbi-Target-apiRoot header, the NF needs to use the telescopic FQDN in the 3gpp-Sbi-Target-apiRoot header of the HTTP Request. That means whenever the telescopic FQDN is available on the NF, it shall be used to convey the target apiRoot to the SEPP. If a malicious or misbehaving NF includes a 3gpp-Sbi-Target-apiRoot header containing an element different than the telescopic FQDN contained in the Request URI and the SEPP ignores the telescopic FQDN but uses the 3gpp-Sbi-Target-apiRoot header to route the request, the NF request will not be correctly routed. This can result in Denial of Service and Information Disclosure.

*- Threatened Asset*: SEPP Application, Service Messages to be sent/received over N32.

\*\*\*\*\*\*\*\*\*\*\*\* End of Change 8\*\*\*\*\*\*\*\*\*\*\*\*

\*\*\*\*\*\*\*\*\*\*\*\*\* Change 9\*\*\*\*\*\*\*\*\*\*\*\*

### G.2.x.b Tampering of Target API Root

*- Threat name:* Tampering of target API root

*- Threat Category*: Denial of Service, Information Disclosure

*- Threat Description*: TLS protection between the SEPP and NFs within a PLMN may rely on using telescopic FQDN or 3gpp-Sbi-Target-apiRoot header. Security mechanism negotiated between the SEPPs can be TLS security or PRINS security, and PRINS security shall be used if there are IPX entities on the path between the SEPPs. When PRINS security is used between the SEPPs and 3gpp-Sbi-Target-apiRoot header is used between the NF and the SEPP, the HTTP Request from the NF received by the SEPP will include the 3gpp-Sbi-Target-apiRoot header, which is set to the apiRoot of the target NF. If the sending SEPP forwards the 3gpp-Sbi-Target-apiRoot header together with the HTTP Request on the N32-f interface, there are potentially two threats:

- Even if both negotiating SEPPs support the 3gpp-Sbi-Target-apiRoot custom HTTP header, the IPX entities on the path between the SEPPs may possibly not support this custom HTTP header, which will lead to failed message transmission. This can result in Denial of Service.

- Even if all the IPX entities on the path between the SEPPs support the 3gpp-Sbi-Target-apiRoot custom HTTP header, the apiRoot of the target NF in the 3gpp-Sbi-Target-apiRoot header could be potentially modified by a malicious IPX entity, which will lead to the message delivery to the incorrect target. This can result in Information Disclosure and Denial of Service.

*- Threatened Asset*: SEPP Application, Service Messages to be sent/received over N32.

\*\*\*\*\*\*\*\*\*\*\*\* End of Change 9\*\*\*\*\*\*\*\*\*\*\*\*

\*\*\*\*\*\*\*\*\*\*\*\*\* Change 10\*\*\*\*\*\*\*\*\*\*\*\*

## K.2.7 Threats related to 5G-GUTI allocation

### K.2.7.1 Failure to allocate new 5G-GUTI

- Threat name: Failure to allocate new 5G-GUTI.

- Threat Category: Information Disclosure.

- Threat Description: If a new 5G-GUTI is not allocated by AMF in certain registration scenarios (i.e. after receiving Registration Request message of type "initial registration", or Registration Request message of type "mobility registration update", or Service Request message sent by the UE in response to a Paging message), an attacker could keep on tracking the user using the old 5G-GUTI after these registration procedures. For a CIOT UE in idle state with suspend indication, even though the UE will not initiate Service Request after receiving a paging message, if a new 5G-GUTI is not allocated, the attacker can replay the paging message multiple times, and based on the responding messages the attacker could still be able to track the UE.

- Threatened Asset: Mobility Management data.

\*\*\*\*\*\*\*\*\*\*\*\* End of Change 10\*\*\*\*\*\*\*\*\*\*\*

\*\*\*\*\*\*\*\*\*\*\*\*\* Change 11\*\*\*\*\*\*\*\*\*\*\*\*

### K.2.X NAS based redirection from 5GS to EPS in 5G CIoT

*- Threat name:* NAS based redirection from 5GS to EPS

*- Threat Category*: Denial of Service, Information disclosure.

*- Threat Description*: In NAS based redirection from 5GS to EPS in 5G CIoT , when a UE initiates registration procedure with the AMF, the AMF may redirect the UE from 5GC to EPC with a Registration Reject message sent to the UE, and if the Registration Reject message with an EMM cause which indicates to the UE that the UE shall not use 5GC is not protected, the attacker can modify the cause and the UE will try to connect to the EPS. This will lead to a bidding down attack to the UE.

*- Threatened Asset*: Sufficient Processing Capability, N1 interface, Mobility Management data.

\*\*\*\*\*\*\*\*\*\*\*\* End of Change 11\*\*\*\*\*\*\*\*\*\*\*

\*\*\*\*\*\*\*\*\*\*\*\*\* Change 12\*\*\*\*\*\*\*\*\*\*\*\*

### K.2.X Threat related to Security for 5G CIoT

### K.2.X.1 Failed Verification of UE Identity during RRC Reestablishment Procedure for CP CIoT 5GS Optimization

*- Threat name:* failed Verification of UE Identity during RRC Reestablishment Procedure for CP CIoT 5GS Optimization

*- Threat Category*: Denial of Service.

*- Threat Description*: If veritification of UE using CP CIoT 5GS Optimization during RRC Reestablishment procedure fails, a user identity cannot be verified. This can result in waste of system resources and deny a legitimate user access to the system. In addition, if the AMF does not correctly indicate the ng-eNB result of veritication, an unlegal UE may successfully re-establish on the ng-eNB, and result in waste of system resources.

*- Threatened Asset*: Sufficient Processing Capacity.

\*\*\*\*\*\*\*\*\*\*\*\*\* End of Change \*\*\*\*\*\*\*\*\*\*\*\*

\*\*\*\*\*\*\*\*\*\*\*\*\* Change 13\*\*\*\*\*\*\*\*\*\*\*\*

### K.2.Y Threats related to session establishment procedure

#### K.2.Y.1 Incorrect validation of S-NSSAIs

- *Threat name*: Incorrect Validation of S-NSSAIs.

- *Threat category*: Elevation of Privilege.

- *Threat Description*: After the successful network slice-specific authentication and authorization, there will be an Allowed NSSAI list both in UE and AMF. Then, the UE will initiate the PDU session establishment request with the requested S-NSSAIs included. If the AMF does not verify whether the received S-NSSAIs is within the Allowed NSSAI list stored at the AMF, an attacker can still include the rejected S-NSSAIs in the request and access the slice after it fails the NSSAA procedure.

*- Threatened Asset:* Mobility management data, sufficient processing capacity.

\*\*\*\*\*\*\*\*\*\*\*\*\* End of Change \*\*\*\*\*\*\*\*\*\*\*\*