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# 1 Overall description

SA3 performs an ongoing study on Authentication Enhancements and the results have been recorded in 3GPP TR 33.846.

Solution #2.8 in clause 6.2.8 of 3GPP TR 33.846 proposes the usage of the long term key K during the KSUCI derivation to derive a new key. SA3 had lengthy discussions whether this approach imposes a security risk.

SA3 would like to request ETSI SAGE to evaluate whether there is a security risk to derive a new key from the long-term key K for any new purposes different from the ones already specified for the AKA procedure and, in particular, in the context of solution #2.8.

# 2 Actions

**To ETSI SAGE**

**ACTION:** SA3 asks ETSI SAGE to evaluate whether there is a security risk to derive a new key from the long-term key K and provide the results to SA3.

# 3 Dates of next TSG SA WG 3 meetings

SA3#103Bis-e 5 - 9 ~July 2021 Electronic meeting (TBC)

SA3#104-e 16 - 27 August 2021 Electronic meeting