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1	Decision/action requested
This contribution proposes to add details on GVNP Type 3 threats for the virtualized network product security assurance study.
2	References
[1] 3GPP TR 33.818 v0.b.0, " Security Assurance Methodology (SECAM) and Security Assurance Specification (SCAS)”
3	Rationale
Other functions not documented could lead to addition threats.
4	Detailed proposal 
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For GVNP of type 3, other functions not defined by 3GPP need to be well-documented by the vendor, including capabilities, purpose, internal interface to 3GPP defined functions, and interaction with the 3GPP defined functions. Without such documentation, all threats identified in clause 5.3.1 of TR 33.926 [3] apply.

