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1
Decision/action requested

SA3 is kindly asked to approve the proposed conclusion for key issue #4 of TR 33.839.
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3
Rationale

In current version of TR 33.839 [1], there is only one solution addressing the key issue #4 for authentication and authorization between the UE and EDN, which is solution #19 reusing secondary authentication defined in the TS 33.501 [2]. This solution meets all the requirement of key issue #4 with no impact on the existing system. 

Therefore, this pCR proposes to conclude on key issue #4 by endorsing solution #19 for normative phase.

4
Detailed proposal

*************** Start of the Change ****************

7.4
Conclusions for Key Issue #4
Solution #19 proposes to reuse secondary authentication defined in the TS 33.501 [7] for authentication/authorization between the UE and EDN is endorsed for normative phase. Hence no new normative work is required for key issue #4.
*************** End of the Change ****************
