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1	Decision/action requested
It proposes to approve this contribution
2	Reference
[1]		 	3GPP TS33.521 v0.3.0, 5G Security Assurance Specification (SCAS); Network Data Analytics Function (NWDAF)
3	Rationale
In TR33.818[1] it lefts some editor’s notes which should be addressed before approval. It proposes to address such ENs with following content.
4	Detailed proposal
****************** Start of changes ******************
[bookmark: _Toc63357079]4.1	Introduction
Editor’s Note: This clause will summarize the NWDAF-specific security requirements and related test cases.
NWDAF specific security requirements include both requirements derived from NWDAF-specific security functional requirements in relevant specifications as well as security requirements introduced in the present document derived from the threats specific to NWDAF as described in TR 33.926 [4].
****************** Next of changes ******************
[bookmark: _Toc63357080]4.2	NWDAF-specific security functional requirements and related test cases
Editor’s Note: This clause will document NWDAF-specific security functional requirements and related test cases. The templates of the security requirements and test case are same with the used templates in TS 33.116.
****************** Next of changes ******************
[bookmark: _Toc63357092]4.3	NWDAF-specific adaptations of hardening requirements and related test cases
Editor’s Note: Take TS33.117, section 5.3, as a starting point, and note NWDAF-specific adaptations, if required. Note subclauses as "void" or "no adaptation needed" as appropriate.
****************** End of changes ******************


