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1	Decision/action requested
This contribution modifies contents about decoupling scenarios in TR 33.818.
2	Rationale
According to the description in clause 4.1.1, the decoupling scenarios supporting a 3GPP GVNP could be considered as coupling part which is in 3GPP scope and decoupled part which is out of 3GPP scope. So, only coupling part in 3GPP scope will be considered. For coupling scenarios for GVNP of type 2 and type 3, there only one vendor delivers a GVNP to the operator. It means, from the operator's perspective, the vendor that ultimately delivers the GVNP to the operator is responsible for the security of the GVNP. This contribution proposes to modify the content about the decoupling scenarios and multi-vendors.
In addition, with the convergence of CT and IT, the traditional CT vendors have begun to evolve into ICT vendors, this contribution proposes to delete the description about the type of vendor.
3	Detailed proposal
****************** Start of the first change ******************
[bookmark: _Toc57022364][bookmark: _Toc57018700][bookmark: _Toc63357131]4.3.1	Gap analysis
The current scope of SECAM evaluation for 3GPP network products comprises the Vendor Network Product Development process evaluation, the product lifecycle process evaluation and the Network Product evaluation. Such objectives mainly focus on development and lifecycle, and they do not differentiate whether a product is physical or virtualised. Hence the scope also applies to SECAM evaluation of 3GPP virtualised network products. However, in decoupling scenario, a 3GPP virtualised network product can be composed by separate components from different vendors. So, vendor development process and product lifecycle process should be considered for each component of a 3GPP virtualised product when it is decoupled. 
The product lifecycle process of a physical network product consists of a number of processes, e.g. first commercial introduction, update, minor release, major release and end of life. The vendor network product development and lifecycle processes in these stages should comply with security requirements such as security by design, version control system, change tracking, source code review and security testing as specified in [7]. This generic product lifecycle process and the related security requirements can be applied to a virtualised network product. 

****************** End of the first change ******************

****************** Start of the second change ******************
4.7.2	SECAM Roles Overview
Compared to the types of roles for 3GPP physical network products, the types of the basic roles for 3GPP virtualised network products also include vendor, test laboratory, operator, 3GPP and SECAM Accreditation Body. For the role of vendor, there may be the other types of vendor except the traditional CT vendors and more than one vendor could be involved. For SECAM Accreditation Body, it needs to be confirmed whether GSMA can take the role. 
[bookmark: _Toc57022378][bookmark: _Toc57018714][bookmark: _Toc63357145]4.7.3	Examples of instantiation of roles in SECAM
[bookmark: _Toc57022379][bookmark: _Toc57018715][bookmark: _Toc63357146]4.7.3.1	Introduction
The following clause contains an example for instantiation of roles in SECAM.
[bookmark: _Toc57022380][bookmark: _Toc57018716][bookmark: _Toc63357147]4.7.3.2	Example: Complete self-evaluation
Complete self-evaluation of a 3GPP virtualised network product (e.g. vMME (MME VNF) + virtualised layer from vendor X)
This example below is similar to the SECAM defined Security assurance process in the figure 4.6-1 except that the vendor conducts all the phases of evaluation.




Figure 4.7.3.2-1: Complete self-evaluation of a 3GPP virtualised network product
 (e.g. vMME (MME VNF) + virtualised layer from vendor X)
Evaluation results are checked by operators and dispute on evaluation results is resolved by the SECAM Accreditation Body.
****************** End of the second change ******************
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