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1
Decision/action requested

This contribution proposes some evaluation for solution #24 and a conclusion for key issue #6 for EDGE #1 and EDGE #4 including UE identity handling
2
References

[1]
3GPP TR 33.839 v0.5.0
3
Rationale

Solution #24 proposes the use of TLS with AKMA for protecting EDGE #1 and EDGE #4. This is a straightfoward method for providing the security for these interfaces which will be usable for many other applications. 
In terms of providing the UE identity, it is proposed that the AAnF provide the UE identity to the ECS/EES (possibly via the NEF) as this provide a low impact method of getting the UE identity which works for all types of accesses and will be applicable for other applications without requiring a change to the application.
It is proposed to add this to the evaluation of solution #24 and the conclusion of key issue #6 as appropriate.
4
Detailed proposal

It is proposed that SA3 approved the below pCR for inclusion in the TR [1].

**** START OF CHANGES ****
6.24.3
Solution evaluation 

This is a straightfoward method for providing the security for these interfaces which will be usable for many other applications. 
**** NEXT CHANGE ****
7.6
Conclusions for Key Issue #6
For EDGE #1 and EDGE #4, it is concluded to use solution #24 for the protection of the interface with the UE identity provided by the AAnF (possibly via the NEF) along with KAF. 
**** END OF CHANGES ****

