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1
Decision/action requested

Leave MBS security to application layer.
2
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3
Rationale

The RAN2 group has discussed 5MBS security impacts for RAN. Having 5MBS security mechanism in AS layer will bring some AS impacts, like PDCP Count sync between TX and RX, ciphering on PTP and PTM and inter-gNB service continuity issues [2]. Some companies in RAN2 have recommended not to have security functions in AS layer like NR V2X Groupcast & Broadcast and to assume it will be taken care of in the application layer [2].
4
Detailed proposal

It is proposed to agree to the following changes in the TR.
*** BEGIN CHANGES ***
7
Conclusions
Editor’s Note: This clause will contain the conclusion of the TR
It is proposed not to have security functions in AS layer, similar way as in NR V2X Groupcast & Broadcast, and assume it will be taken care of in the application layer.
7.1
Conclusions on Key Issue #4
Following conclusions are made on Key Issue #4 " Security protection between AF and 5GC":
· Solution #7 will form the basis of normative work for key issue #4.
7.2
Conclusions on Key Issue #2
Following conclusions are made on Key Issue #2 "Security protection of MBS traffic":
· No normative work for security protection of MBS traffic in AS layer.
*** END OF CHANGES ***
