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1	Overall description
SA3 thanks CT1 for their LS (C1-211189/S3-211372) on broadcasting from other PLMN in case of Disaster Condition 
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]For the 2 questions in this LS: 
Q1: Whether receiving and utilizing broadcast information as being studied in TR 24.811 from PLMNs other than the PLMN with Disaster Condition, which can be the home PLMN or a visited PLMN, pose any security risks; and
A1: Yes, the security risk is DoS for UE, that UE cannot get any services from both the serving PLMN and any other PLMNs.
Q2: If the answer to Q1 is yes, then what would be SA3's recommendations from security perspective?
A2: The result of the security attacks is not worse than no MINT feature at all, so if it is acceptable for CT1, then no security enhancement is needed. If not, integrity protection is needed for ensuring the Disaster Condition carried in the broadcast messages in the PLMN without Disaster Condition. The detailed mechanism needs more time in SA3.
2	Actions
To CT1: 
ACTION: 	SA3 kindly asks CT1 to take the above information into account.
3	Dates of next TSG SA WG 3 meetings
SA3#103bis-e	5 - 9 July 2021	              Electronic meeting
SA3#104-e	16 - 27 August 2021	Electronic meeting
