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************** START OF CHANGES

6.8
Solution#8: Privacy preservation of transmitted data

************** NEXT CHANGE

6.8.1
Introduction

This solution addresses key issue #3.1.
During the transfer of data/metadata/analytics-output from one NWDAF to another NWDAF, it should be ensured that any information that can reveal the identity of the user or compromise in another way the privacy of the user is protected.
Therefore, appropriate measures should be taken by the sender NWDAF to protect any information that can hamper privacy and maybe reveal the identity of the user. Some of the examples are positioning information, user profile information, etc. These information should be processed/filtered by a NWDAF before sending the data to another NWDAF.

Thus, the privacy-sensitive information has to be protected (in accordance with the regulatory requirements and the operator's policies) before being transferred to any other NWDAF. 

NOTE: For policies provided by regulatory environments, no user consent is needed. If a specific policy is implemented according to the user's preferences at the home data base, then this relates to user consent, i.e. what the user allows another entity to do with its personal data. 
The solution described in the following is not about how user consent is given by a UE, but the usage of existing privacy policies by one analytics function that is provided by another analytics function, i.e, checking on the policies implemented by a user or the operator itself.
************** ENF OF CHANGES

