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1
Decision/action requested

It is proposed to add support of GBA in UDM services.
2
References

[1]
3GPP S3-210519
3
Rationale

In the living document for TS 33.220 [1], it stated that if there is no HSS or if the HSS does not support interaction with BSF, the BSF shall ulltilatize NG1' interface with the UDM to support GBA procedure. 

This contribution proposes to update the architecture, add the service definitions in UDM for NG1' interface support and remove the ENs accordingly. 

Moreover, since some more references were added to the TS 33.220 by other CRs in the meantime between SA3 meetings, these references are added to the living document. 

4
Detailed proposal

**** START OF CHANGES ****
2
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**** Next CHANGE ****
X.1.1 Architectural Support
Figure X.1.1-1 shows the non-roaming architecture to support SBA interactions in GBA. An SBI capable BSF, HSS and NAF shall implement the SBA interfaces specified in this Annex. An SBI capable NF can invoke SBA services provided by SBI capable NFs and may expose services itself. For this Annex an SBI capable BSF uses and provides SBA services, an SBI capable HSS provides SBA services while an SBI capable NAF only uses SBA services. The BSF, HSS and NAF reside in the home network.
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Figure X.1.1-1: System Architecture to support SBA in GBA

Figure X.1.1-2 shows the architecture using the reference point representation. It should be observed that this annex addresses only the specification of the NG1 (between the BSF and HSS), NG1' (between the BSF and UDM) and NG2 (between the NAF and BSF) reference point interfaces as SBA interfaces. The specification of Ua and Ub is not impacted by the introduction of the SBA interfaces between the NAF, BSF and HSS or UDM. Therefore, the UE interacts with the BSF and NAF as defined in the main body of this specification.
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Figure X.1.1-2: System Architecture to support SBA in reference point representation
Editor’s Note: Roaming considerations are FFS. 


X.1.2 Reference point to support SBA in GBA

The following reference points are realized by service-based interfaces in GBA:

NG1: Reference point between an SBI capable BSF and an SBI capable HSS.

NG2: Reference point between an SBI capable BSF and an SBI capable NAF.
NG1': Reference point between an SBI capable BSF and a UDM.
Editor’s Note: New reference point names are to be confirmed with SA2. 

If there is no HSS or if the HSS does not support the NG1 and Zh reference points within the GBA architecture, then the BSF shall be configured to use the NG1' reference point with the UDM. If the NG1 or Zh reference point is available in the HSS, then it shall be used between the BSF and the HSS. 


X.1.3 Service based interface to support SBA in GBA
The following service-based interfaces are defined or reused:

Nhss: Service-based interface exhibited by an SBI capable HSS.

Nbsp: Service-based interface exhibited by an SBI capable BSF.
Nudm: Service-based interface exhibited by a UDM.
Editor’s Note: New SBA interface name for BSF is to be confirmed with SA2. 


These SBI services provide equivalent functionality to the Diameter Zh and Zn reference points.

To support co-existence of GBA nodes supporting SBA services and GBA nodes not supporting SBA services SBI capable GBA nodes may support both SBI and non-SBI interfaces.
X.2 GAA/GBA SBA Services

Editor’s Note: More details to be specified.


**** NEXT OF CHANGES ****
X.2.X
UDM Services
X.2.X.1
General

A UDM supports providing the GBA-AKA authentication vectors via the Nudm_UEAuthentication_GetHssAv service operation as defined in clause 6.2.5.1 of TS 23.632 [XX] and the GUSS via the Nudm_SubscriberDataManagement service as defined in clause 5.2.3.3 of TS 23.502 [XY], to an SBI capable BSF.

In addition to the Subscription data types used in the Nudm_SubscriberDataManagement Service, as defined in Table 5.2.3.3.1-1 of TS 23.502 [XY], the additional data type is defined in Table X.2.X.1-1 below.
Table X.2.X.1-1: GBA Subscription data type
	Subscription data type
	Field
	Description

	GBA Subscription data
	GUSS
	This includes GBA User Security Settings.
GUSS is consumed by BSF.




At least a mandatory data key is required to identify the GBA Subscriber Data data as defined in Table X.2.X.1-2 below.

Table X.2.X.1-2: GBA Subscriber data keys

	Subscriber Data Type
	Data Key
	Data Sub Key

	GBA Subscription data
	SUPI or GPSI
	


X.2.X.2
Nudm_SubscriberDataManagement (SDM) service
See TS 23.502 [XY] clause 5.2.3.3.
X.2.X.3
Nudm_UEAuthentication service 
X.2.X.3.1
Nudm_UEAuthentication_GetHssAv service operation

See TS 23.632 [XX] clause 6.2.5.1.
**** NEXT OF CHANGES ****
X.2.3.X
Mapping of Zh messages to UDM SBI services

The following table defines the mapping between Zh messages and UDM SBI services and service operations:

Table X.2.3.2-1: Zh messages to HSS SBI services and service operations mapping

	Zh message
	Source
	Destination
	HSS SBI service operation name

	Zh interface: BSF retrieves AV and user profile
	BSF
	UDM
	Nudm_UEAuthentication_GetHssAv 
Nudm_SDM_Get (see NOTE 1)

Nudm_SDM_Subscribe (see NOTE 1)

Nudm_SDM_Unsubscribe (see NOTE 1)

	
	UDM
	BSF
	Nudm_SDM_Notification (see NOTE 1)

	NOTE 1:
Corresponds to the GUSS retrieval during execution of the authentication of the end user. 


**** NEXT OF CHANGES ****
X.3.X
UDM Discovery and Selection

See 3GPP TS 23.501 [XZ] clause 6.3.8.
**** END OF CHANGES ****
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