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1
Decision/action requested

SA3 is kindly requested to approve the proposed updates to TR 33.864.
2
References

(Reference - in list form - should be made to previous related SA5/3GPP/etc. documents.)

(For changes against a draft TS/TR, a pseudo CR - a.k.a. pCR - will be provided using this Tdoc template. In this case, the number, name and version of the draft TS/TR used as base must be provided and the version must be the latest available version of the draft TS/TR.)

3
Rationale

This contribution proposes a correction and a few editorial changes to get rid of inconsistent terminologies. 
4
Detailed proposal

*************************** Start of Change 1 **************************
4.2
Procedure of Registration with AMF re-allocation

When an AMF receives a registration request from a UE, the AMF may need to reroute the request to another AMF because the AMF may not be able serve the UE. Figure 4.2-1 describes the registration procedure with AMF re-allocation specified in TS 23.502 [2].


Figure 4.2-1: Registration with AMF re-allocation

1.
The UE sends a Registration Request (RR). Either a 5G-GUTI or a SUCI is included. 

2.
If a SUCI is received in the RR, this step is skipped. If a 5G-GUTI is received and if there is connectivity between the initial AMF and the old AMF assigning the 5G-GUTI, the AMF retrieves the UE context from the old AMF that assigned the 5G-GUTI. The old AMF may perform horizontal key derivation and send to the initial AMF the derived security context.

3.
The initial AMF initiates a round of primary authentication if a SUCI is received in step 1 or if the context retrieval in step 2 fails or if local policy at the initial AMF requires primary authentication. 

4.
The initial AMF may send a Security Mode Command to UE to activate the new security context established in step 3 or the derived security context in step 2.

5.
The UE responds with a Security Mode Complete.

6.
The initial AMF decides NAS reroute and obtains network slice information including Allowed NSSAIs, instances to serve UE, target AMF set, and etc.

7.
If step 2 is not performed, this step is skipped.  Otherwise, the initial AMF notifies the old AMF that the registration is not successful. The old AMF continues as if the Namf_Communication_UEContextTransfer in step 2 had never been received. 

(A)  Direct NAS Reroute

8.
If the initial AMF based on local configuration and subscription information decides to forward the NAS message the target AMF directly, then initial AMF sends, among others, UE's security context and the RR to the target AMF. 
(B)  Reroute via RAN
9.
If the initial AMF based on local configuration and subscription information decides to forward the NAS message the target AMF via (R)AN, the initial AMF sends a Reroute NAS message to the (R)AN (step 9a). The reroute NAS message includes the RR message and the target AMF information. The (R)AN sends an Initial UE Message to the target AMF, including the RR and the slice information obtained in step 6 indicating reroute due to slicing.
10.
This step is skipped if SUCI is included in the RR. If the RR message contains the 5G-GUTI and if there is connectivity between the target AMF and the old AMF assigning the 5G-GUTI, the target AMF retrieves the UE context from the old AMF.
11.
The target AMF continues with the registration procedure. 
*************************** End of Change 1 **************************
*************************** Start of Change 2 **************************
4.3
Architecture and security assumptions 

The UE may have been registered in the past to an old AMF (oAMF). For the current study it is assumed that the UE initiates a new registration request and this request is currently handled by the initial AMF (iAMF). The UE provides protected slice selection information (NSSAI) either in a protected registration request message if it shares a security context with the network (oAMF) or after security is established with the iAMF in case of initial registration. As a result, for the iAMF to determine whether it can handle the UE registration, the iAMF may need to retrieve any existing security context from the oAMF or establish new security with the UE. It is assumed that the iAMF does not have a communication interface (e.g. N14) to the tAMF. The iAMF may or may not have a communication interface to the oAMF. The tAMF may or not have a communication interface to the oAMF. The different cases of connectivity among iAMF, tAMF, oAMF are captured in Figure 4.3-1 and described below. The absence of communication interfaces is assumed to be due to isolation requirements on the AMFs or deployment restrictions.

The study aims at capturing such isolation requirements and solutions involving re-route of the registration request the related security handling. 

The problem of AMF re-allocation via RAN includes two cases. In both cases the iAMF and the tAMF do not have any communication interface such as N14 between them as specified in TS 23.502 [2], clause 4.2.2.2.3. The two cases are the following:

1.
Initial registration: The UE performs an initial registration providing a SUCI. The UE potentially interacts only with the iAMF and the tAMF. In order for the iAMF to determine if there is an AMF re-allocation, the iAMF needs to establish security with the UE and the UE needs to send the complete Registration Request including the protected IEs (such as the NSSAI) to the iAMF. After security is established between the UE and the network the UE does not accept any unprotected NAS messages according to TS 24.501 [4] clause, 4.4.4.2. 

2.
Mobility Registration Update: The UE has established security with the oAMF in the last registration. In this case the AMF re-allocation procedure may involves the iAMF, the oAMF and the tAMF.  There are the following four subcases in this case:

a. The oAMF does not share any direct communication interface with the tAMF

i.
The iAMF and the oAMF can communicate directly. 

ii.
The iAMF and the oAMF do not have any direct communication interface between them. 

b. The oAMF shares a direct communication interface with the tAMF. 

i.
The iAMF and the oAMF can communicate directly. 

ii.
The iAMF and the oAMF do not have any direct communication interface between them. 

The different cases are summarized in the figure 4.3-1 below. A line between two AMFs means that there exists a N14 interface between the two AMFs and security context can be transferred between them. If there is no line between the two AMFs, security context cannot be transferred directly between them.
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 Figure 4.3-1. Different cases of communicating AMFs (solid line means that there is a N14 interface)

Editor's Note: It is FFS, if any new NF or an instance of the existing NF is required to assist the secure re-allocation procedure.” 
*************************** End of Change 2 **************************
*************************** Start of Change 3 **************************
Annex A (informative)

A.1
Registration failure issue with AMF re-allocation via RAN

A.1.1
General

This clause analyses the registration failure issue with AMF re-allocation via RAN.  

A.1.2
Description of Registration Failure Issue

The registration failure case in the initial registration where no usable security context at UE at the time of registration is depicted in Figure A.1.2-1.
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Figure A.1.2-1: Registration with SUCI

1-2.The initial AMF, upon the reception of the Registration Request with SUCI, initiates the primary authentication with the UE. 

3.
The initial AMF sends the NAS Security Mode Command (SMC) to the UE. The UE replies with NAS Security Mode Complete message containing a complete RR message.

4.
The initial AMF decides to reroute the RR to the Target AMF.

5.
The initial AMF reroutes the Registration Request to the target AMF, via (R)AN. 
6.
The target AMF initiates the primary authentication. The target AMF fetches RAND, AUTN and other parameters from the AUSF.  

7.
The target AMF sends Authentication Request message to UE. As the target AMF possesses no NAS security context of the UE, Authentication Request message is sent unprotected. 

The UE, upon the reception of the unprotected Authentication Request message, will discard it. This is because UE has NAS security activated, and hence the UE will discard the Authentication Request message.

Eventually the registration will fails after timeout. Later even if the UE tries registering again, the above procedure still applies and registration will never be successful, hence the UE is denied service.

Figure A.1.2-2 depicts the registration failure in idle mobility registration. 
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Figure A.1.2-2: Registration with GUTI. 

1.
The UE sends an integrity protected Registration Request (RR) message including a 5G-GUTI. 

2.
This step is skipped if no connectivity between the initial and old AMF. Otherwise, the initial AMF based on the received 5G-GUTI, fetches the UE context from the old AMF which assigned the 5G-GUTI. 

3.
The initial AMF chooses to perform a primary authentication run based on local policy or if the retrieval of UE context in step 2 is not successful. 

4.
The initial AMF may initiate the Security Mode Control procedure with the UE. 

5.
The initial AMF decides that NAS reroute via (R)AN is needed.   

6.
This step is skipped if there's no step 2. Otherwise, the initial AMF notifies the old AMF that the registration of UE at the initial AMF fails. The old AMF then acts as if the UE context request has never been received in Step 2. The NAS security context including the NAS counts and keys change back to the values before Step 2. 

7.
The initial AMF reroutes the RR to the target AM via (R)AN. 

8.
If the target and old AMF have connectivity, the target AMF fetches the UE context from the old AMF. If the target and old AMF have no connectivity, this step is skipped. 

9.
The target AMF sends a NAS message to the UE. 

There are 8 registration failure cases described below that can happen in the above procedure. In what follows, we use the following notations:

-
Kamf : the AMF key that was established between the UE and the old AMF

-
Kamf’: the key generated by performing the horizontal key derivation based on Kamf

-
Kamf ” : the key generated by performing the horizontal key derivation based on Kamf’

-
Kamf_new: the AMF key generated from an authentication run. 

In the registration failure Case 1, 2, and 3 below, the old AMF have derived and sent Kamf’ to the initial AMF in step 2; The initial AMF have decided to use Kamf’ and then have sent the Security Mode Command, with an indication requesting the complete registration request message, to the UE. After step 4, the UE and the initial AMF have established and activated the NAS security context containing Kamf’.

Case 1:
In step 8, the target AMF receives Kamf from the old AMF, and the target AMF decides to use Kamf. The target AMF will protect the subsequent outgoing NAS message based on Kamf.  When the UE receives the NAS message, the integrity check will fail, as UE uses Kamf’, while the target AMF uses Kamf. Hence, the registration will fail. 

Case 2:
In step 8, the target AMF receives Kamf’ and keyAMFHDerivation indicator from the old AMF, and the target AMF decides to use Kamf’. Then the target AMF sends a SMC, integrity protected based on Kamf’, to the UE. The SMC contains K_AMF_change_flag. The UE, upon receiving the SMC with K_AMF_change_flag, performs horizontal key derivation based on Kamf’ and obtains Kamf ”. Then the UE verifies the integrity of the SMC, based on Kamf ”. The verification will fail, as the SMC is integrity protected based on Kamf’. Hence the registration will fail. 

Case 3:
The target AMF decides not to use the keys received from the old AMF in Step 8, but performs an authentication run in step 9, and sends Authentication Request unprotected to the UE. The UE, however, will discard the Authentication Request. 

In the registration failure Case 4, 5, and 6 below, the initial AMF performs an authentication run in Step 3. Both UE and the initial AMF generates Kamf_new. NAS Security Mode Control procedure has been initiated by the initial AMF to activate the new NAS security context in step 4. The UE and the initial AMF have established and activated the new NAS security context containing Kamf_new.

Case 4:
In step 8, the target AMF receives Kamf from the old AMF, and the target AMF decides to use Kamf. The target AMF will protect the subsequent outgoing NAS message based on Kamf.  When the UE receives the NAS message, the integrity check will fail, as UE uses Kamf_new. Hence, the registration will fail. 

Case 5:
In step 8, the target AMF receives Kamf’ and keyAMFHDerivation indicator from the old AMF, and the target AMF decides to use Kamf’. Then the target AMF sends a SMC, integrity protected based on Kamf’, to the UE. The verification of SMC will fail at the UE, as the SMC is integrity protected based on Kamf’, but UE uses Kamf_new. 

Case 6:
The target AMF performs an authentication run and sends Authentication Request unprotected to the UE in step 9. The UE, however, will discard the Authentication Request, because the UE already has NAS security activated and will discard unprotected NAS messages. 

In the registration failure case 7 and 8 below, the old AMF returns Kamf to the initial AMF in step 2; the initial AMF decides to use Kamf, meanwhile the initial AMF selects different security algorithm than that selected by the old AMF. Then the initial AMF initiates Security Mode Control procedure (Step 4) with the UE to update the security algorithm to be used. After Step 4, the UE and The initial AMF has established and activated the NAS security context containing Kamf and the new selected security algorithm. The Security Mode Control procedure also updates the NAS counts. 

Case 7:
In Step 8 the target AMF receives Kamf from the old AMF. The target AMF decides to use Kamf and protect the subsequent outgoing NAS message based on Kamf. When receiving the NAS message, the UE discards the NAS message, because the DL NAS count in the NAS message is not acceptable by the UE. The UE considers this NAS message as a replay message.

Case 8:
The target AMF performs an authentication run in step 9 and sends the Authentication Request unprotected to the UE. The UE will discard the Authentication message.

*************************** End of Change 3 **************************
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