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1	Overall description
SA3 is aware of that the conclusions in TR 23.700-07 on Key Issue #1 "Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN" depend on feedback from SA3.  To enable SA2 to progress their normative work, SA3 would like to give the following feedback, based on the current status of SA3's TR 33.857.
1.  "-	The SNPN will host a function (e.g. enhanced AUSF or new NF) supporting primary authentication and authorization of SNPN UEs that use credentials from the AAA Server.
NOTE 1:	Whether to use a new NF or enhanced AUSF will be determined based on feedback from SA WG3."
Background information for SA3, to be removed before sending to SA2: All solutions for Key Issue #1 "Credentials owned by an external entity" in TR 33.857 assume that the AUSF is involved in the authentication procedure. All solutions introduce a new interface between AUSF and AAA server, some directly and some via an intermediate function.
SA3 feedback:
a)	In the 5G architecture, primary authentication is performed by the AUSF. Therefore, the AUSF should be involved in the primary authentication procedure also for SNPN UEs that use credentials from the AAA Server.
b)	The AAA Server is an entity external to the SNPN. From a security point of view, it is recommended to not directly expose the AUSF to communication with an external AAA Server. Instead, an intermediate function (AAA interworking function) could be used between the AUSF and the external AAA Server. This function would be very similar to the NSSAAF, because it performs AAA protocol interworking with the AAA Server (i.e. translate the service-based messages from the AUSF to AAA protocols towards the AAA Server).
2.  Editor's note: Need for and details of using a UE ID other than the SUPI are FFS.
Background information for SA3, to be removed before sending to SA2: Important input for feedback to this question are the solutions to Key Issue #1 "Credentials owned by an external entity" in TR 33.857. The situation is not completely clear, but at least several of the solutions agree on that SUPI and SUCI are used.
SA3 feedback:  It can be assumed that the UE ID is a NAI. Hence, from an SA3 point of view, it can be assumed that the UE ID is a SUPI.
2	Actions
To SA2 
ACTION: 	SA3 asks SA2 to take the feedback into account.
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