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Attachments:


1. Overall Description:

SA3 thanks GSMA FSAG for the LS on threats of s user location identification from Carrier Aggregation secondary cell activation messages (FSAG Doc 88_009/ S3-210006).
SA3 believes that subscriber privacy is already supported by using SUCI and 5G-GUTI. As RRC security is already active, the payload of PDSCH in the packet is encrypted in the physical layer via RRC reconfiguration, and the payload of PDCCH that provides the scheduling information of the PDSCH is also encrypted in the physical layer via UE specific RRC reconfiguration, which means the information in the SCell Activation/Deactivation MAC CEs is hard for attackers to acquire. In addition, the number of activated secondary cells is not a sensitive parameter which reflects a user’s walking path. The impact of the proposed attack is no greater than any of these existing methods. 
In conclusion, SA3 shares the same view with GSMA. SA3 believes no action is required to mitigate the SLIC attack for now. Nevertheless, SA3 will keep track of the discussion on this attack. 
2. Actions:

To GSMA FASG group.

ACTION: 
GSMA FSAG is kindly requested to take the above information into account.
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