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1	Decision/action requested
Approve this contribution to add a new threat in TR33.926
2	References
[1]	
3	Rationale
This contribution propose a new threat to 33.926.
4	Detailed proposal
pCR
***	BEGINNING OF CHANGES ***
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-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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[3]	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
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***	BEGINNING OF 2nd  CHANGE ***
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Aspects specific to the network product class NWDAF
X.Y	Threat analysis on finding the right NF insances are serving this UE
-	Threat name: Finding the right NF insances are serving this UE
-	Threat Category: Tampering.
-	Threat Description: As defined in TS 23.288[xx], the NWDAF shall shall first determine which NF instances are serving this UE based on a table, unless the NWDAF has already obtained this information due to recent operations related to this UE. If the NWDAF always uses the information obtainted due to an operation related to the UE, the NWDAF may get old information from the UE. This will lead to the NWDAF provides a wrong instruction to NFs.
-	Threatened Asset: Configuration data. 

***END OF CHANGES***
