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1	Decision/action requested
Approve this contribution to add a solution in TR33.5xx
2	References
[1]	
3	Rationale
This contribution propose to add a new requirement for NSSAAF SCAS.
4	Detailed proposal
pCR
***	BEGINNING OF CHANGES ***
[bookmark: _Toc11248556][bookmark: _Toc40276023]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
***END OF 1st CHANGES***

***	BEGINNING OF 2nd CHANGES ***
[bookmark: _Toc54024153][bookmark: _Toc35529593]4.2.2.1.X	Routes the S-NSSAI to the right place
Requirement Name: Routes the S-NSSAI to the right place
Requirement Reference: TS 33.501 [XX], clause 6.8.1.2.3 
Requirement Description: " If the AAA-P is present (e.g. because the AAA-S belongs to a third party and the operator deploys a proxy towards third parties), the NSSAAF forwards the EAP ID Response message to the AAA-P, otherwise the NSSAAF forwards the message directly to the AAA-S. NSSAAF routes to the AAA-S based on the S-NSSAI. " as specified in TS 33.501 [XX], clause 6.13.
Threat Reference:  TBD
Test Name: TC_NSSAAF_CORRECT_ROUTING
 Purpose:
Verify that the NSSAAF forwards the NSSAA request to the right receiving end.
Pre-Conditions:
-	Test environment with AMF, AAA-S and AAA-P, which may be simulated. The NSAAF under test is connected with AMF, AAA-S and AAA-P. 
- 	A document describes the logic how the NSSAAF selects an AAA-S or AAA-P based on S-NSSAI.
- 	Preconfigure the NSSAAF under test with two routing entries, each for a NSSAI. One of the slice is a part of MNO and the AAA-S can be directly found by the NSSAAF, while the other slice serves 3rd party and the AAA-P will be used for NSSAA procedure. 
Execution Steps
1. The AMF sends Nssaaf_NSSAA_Authenticate Req to the NSSAAF including one of the S-NSSAI.
2. The NSSAAF sends AAA message to an AAA-P.
3. Repeat step 1 and 2 with the other S-NSSAI, and the NSSAAF sends AAA message to an AAA-S.
Expected Results:
The NSSAAF forwards the NSSAA request to the correct AAA-S or AAA-P on the S-NSSAI
Expected format of evidence:
     Save the logs and the communication flow in a .pcap file.

***END OF CHANGES***
