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\*\*\* Start of 1st change\*\*\*

## 6.X AKMA Key Deregistration procedure

This procedure allows NF Consumers (e.g. AUSF, UDM) request deletion of AKMA Key Material in AAnF after the UE has been purged in the network. This helps prevent misuse of AKMA Key Material by Malacious MEs after UE deregistration or after AKMA subscription is withdrawn.



Figure 6.X-1: AKMA context removal procedure

1. .

AKMA subscription of the UE is withdrawn or UE is purged from the network.

1. UDM initiates Nausf\_UEAuthentication\_Deregister service operation with SUPI and AKMA indication to request the AUSF to delete AKMA context in AAnF. Presence of AKMA indication indicates to AUSF that the request is to initiate deletion AKMA context in AAnF.
2. AUSF initiates Naanf\_AKMA\_AnchorKey\_deregister service operation to request AAnF to clear AKMA context for the given SUPI.
3. AAnF deletes AKMA Context (e.g. A-KID, KAKMA) from its local database.
4. AAnF responds back with success/failure response to AUSF.
5. AUSF responds back with success/failure response to UDM.

 From this point onwards, any request to refresh KAF by the AF/NEF fails and UEs can no longer access the application.

\*\*\* End of 1st change\*\*\*

\*\*\* Start of 2nd change\*\*\*

## 7.1 Services Provided by AAnF

### 7.1.1 General

The AAnF provides AKMA Application Key derivation service to the requester NF by Naanf\_AKMA\_KeyRegistration.

### 7.1.2 Naanf\_AKMA\_KeyRegistration

**Service operation name:** Naanf\_AKMA\_KeyRegistration.

**Description:** The NF consumer requests the AAnf to provide AF related key material.

**Input, Required:** A-KID, AF ID

**Input, Optional:** None.

**Output, Required:** KAF, lifetime.

**Output, Optional:** None.

### 7.1.X Naanf\_AKMA\_AnchorKey\_Deregister

**Service operation name:** Naanf\_AKMA\_AnchorKey\_deregister.

**Description:** The NF consumer (e.g. AUSF, UDM) requests the AAnF to delete an AKMA context.

**Input, Required:** SUPI

**Input, Optional:** None.

**Output, Required:** None

**Output, Optional:** None.

\*\*\* End of 2nd change\*\*\*