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1. Overall Description:
3GPP SA3 has discussed and agreed in principle that the study on penetration testing for SCAS (see attached draft SID) with several objectives to be fulfilled by GSMA SECAG is valuable for NESAS and the entire 3GPP community. We would kindly seek GSMA SECAG’s view on the following:
-	Is GSMA SECAG willing to support such study by achieving the objectives?
-	Is  whether this should be done inthe work split between 3GPP SA3 or inand GSMA SECAG in the SID acceptable or improvable?
-	Should this study better be driven by 3GPP SA3 or GSMA SECAG?
.
[bookmark: _GoBack]3GPP SA3 would appreciate the feedback from GSMA SECAG, based on which 3GPP SA3 will proceed with further discussion and approval of this study.


2. Actions:
To GSAM SECAG group.
ACTION: SA3 kindly requests GSMA SECAG to take the above information into account and kindly give your opinions. 

3. Date of Next TSG-SA WG3 Meetings:
SA3#100Bis-e	                12-16 Oct. 2020				                  eMeeting
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