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1	Decision/action requested
This contribution adds basic vulnerability testing requirements for GVNP 5.z.
2	References
[X]  3GPP TR 33.117: "Catalogue of general security assurance requirements"
3         Rationale
This contribution adds basic vulnerability testing requirements for GVNP 5.z.
4	Detailed proposal
****************** Start of the change ******************
5.z Basic vulnerability testing requirements for GVNP 
5.z.1 Introduction
As for physical network products, the basic vulnerability testing activeties for GVNP also consist of requirements for running automated Free and Open Source Software (FOSS) and Commercial off-the-shelf (COTS) security testing tools against the external interfaces of a virtualised Network Product. Port Scanning, Vulnerability Scanner by the use of Vulnerability scanners and robustness/fuzz testing are general basic vulnerability testing requirements. So, all text from TS 33.117 [4], clause 4.4 applied to all types of GVNPs.
5.z.2 Port Scanning
All text from TS 33.117 [4], clause 4.4.2 applied to all types of GVNPs.
5.z.3 Vulnerability Scanning
All text from TS 33.117 [4], clause 4.4.3 applied to all types of GVNPs.
5.z.4  Robustness and Fuzz testing
All text from TS 33.117 [4], clause 4.4.4 applied to all types of GVNPs.



****************** End of the change ******************


